GTM1

Installation & Programming Manual

Security, monitoring, control and automation system

This manual includes steps to install, set up and use your system.

Topkodas»



MARKETS:

Chemical Injection

Light oil separator

Cold Room Regulation

Ice Vending Machines

Commercial Dishwashing Equipment
Smart Home

Building Security - Access Control Systems

COULD BEUSED TO:

Turn pumps on and off to inject chemicals

Read levels of chemicals in storage tanks

Report low levels of chemicals to home office for refilling

Pressure and temperature monitoring

Level control

Control of pumps and valves

Precisely regulate temperature in refrigerated

Monitor temperature with up to 32 high accuracy temperature sensors
Ventilation control

Monitoring of the doors

Energy management as well as humidity and temperature control
Programming at a distance

Events history readings

Receive alarm events via SMS, App notifications

Access control via mobile, web app, free short call, SMS, iButton keys,
RFID cards, Wiegand keypad
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Features of the module GTM1

Communication via SIA IP DCO09 protocol
2G Quad-band (850/900/1800/1900 MHz)
or 4G LTE modem

INPUTS:

I01and 102 programmable selectable input or output
101: 0-30V

102: 0-30V

I03/D0 programmable selectable

103/DO0: 0-30V analog input (zone or sensor)

103/D0: 0-20mA 4-20mA current loop sensor

2- wire Smoke Detector (Fire urrent loop)

IN1/D1: 0-30V

1W programmable selectable
Digital input (Max 3.3V!!!)
Dallas 1-wire bus

Aosong 1-wire bus

Wiegand keypad inputs: 103/ DO ir IN1/D1

OUTPUTS:

OUT1 (1A)

OuUT2 (1A)

Programmable selectable outputs
101 (1A)

102 (1A)

103 (20mA)

1W, 10mA, Max voltage 3.3V!

Output state indication LED FN
Power supply DC 10-30V AC 12-24V Maks 0,5A
AUX+ 10-30V/1A

+5V (power source output for sensors, wired to 1 wire bus)

Up to 32 sensors, temperature, humidity etc.

Built-in access control features

In-field firmware upgradeable via USB and SERA2 software
Events log buffer. 2048 events

Program remote controls using the master or installer codes
Up to 800 users remote controls with mobile, web app.

Up to 800 users remote controls with iButton or RFID keycard
Up to 800 user code. To control with Wiegand keyboard.
Unlimited control via SMS.

Push button software reset
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1 General information about the module GTM1

1.1 Specifications

Parameters of built-in GSM module:

¢ Quad-band (850/900/1800/1900 MHz)

e Optional 3G ,4G LTE bands

e Sending of SMS messages

* Receiving of calls and dialing

e Data download/upload via GPRS network

Outputs:

OUT1 (1A)

OuUT2 (1A)

Programmable selectable outputs

101 (1A)

102 (1A)

103 (20mA)

1W, 10mA, Max voltage 3.3V!

Output state indication LED FN

 All outputs can be controlled via short call
DIAL or via SMS message, mobile, web app.
This feature may be used for gate opening.

e Qutput alarm parameters may be
programmed.

e Programmable algorithms for outputs
operation: CTRL/SMS/DIAL, SIREN, BUZER,
ARM state, Zones OK, Light Flash, inverting,
pulse mode

Digital input/ output 1W:

e Programmable optional digital input or output

e Max. Voltage 3.3V

e Dallas 1-Wire Bus, DS18b20, DS1990A

e Aosong 1-Wire bus Humidity Sensor AM2302
DHT22 AM2305 AM2306 AM2320 AM2321

e Wiegand interface DATAO/ DATAL, RFID
reader, Keyboard.

» The total length of the bus from 10 to 100m.

Consumption current:

¢ In standby mode less than 50 mA.

e In dialing or SMS/GPRS sending mode
less than 300 mA.

Events Log:
Nonvolatile flash events log 2048 events

Inputs:

I0l1and 102 programmable selectable input
101: 0-30V

102: 0-30V

103/D0 programmable selectable

103/D0: 0-30V analog input (zone or sensor)
103/D0: 0-20mA 4-20mA current loop sensor
2- wire Smoke Detector (Fire urrent loop)
IN1/D1: 0-30V

1W programmable selectable

Digital input (Max 3.3V!!l)

Dallas 1-wire bus

Aosong 1-wire bus

Wiegand keypad inputs: 103/ DO ir IN1/D1
e SMS text for input alarm and restore

o Available to control up to 32 sensors

e Programmable enabling or disabling of inputs;

o Burglary alarm zones. Input type
NC/NO/EOL/EOL+TAMPER 5.6K + 5.6K

o Algorithm for zones operation: delay, interior,
instant, 24 hours, silent, fire

e Response time;

¢ Time of additional response;

e Commutation of selected output

Module control:

ARM/DISARM of the security system via:

* ,Key switch” input level or pulse mode.

e SMS message 800 users

o short call DIAL 800 users

e Maxim-Dallas iButton key (iButton DS1990A —
64 Bit ID)) 800 users.

e Wiegand keypad code or RFID keycard or key
fob 800 users

o Mobile, web app

5V power source output for Dallas 1-Wire

Bus, DS18b20, DS1990A, Aosong 1-Wire bus

Humidity Sensor AM2302 DHT22 AM2305

AM2306 AM2320 AM2321

e Voltage 5V

e Current limit 200mA

AUX+ 10-30V/1A

Output state indication LED FN

Automatic periodical test:

e Test sending in a form of SMS message.
Periodicity for communication control
messages (tests) from 1 to 99 nights and days
according to selected time. Or fixed periodical
interval 1-99999 minutes.

Environmental parameters:

e Storage temperature range from -40 to
+85 °C /-40 to 185 °F

e Operational temperature range from -30
to +75°C / from -22 to 167 °F

o Max relative humidity under +40 °C / 104
°F 95%

Package weight 90g
Module weight: 70g

1.2 Used definitions and terms

Term Description

Power supply voltage:

e DC 10-30V

e AC 12-24V

o Max. Allowed ripple voltage 100mV
e Min 0.5A

Overall dimensions of the module:
73x62x26mm

Alarm Log

Contains information about alarms that are currently active on the system or information about alarms that have been

raised and then resolved on the system. This log can be useful in analyzing problems and trends in the system.

Arming/Disarming

A process of enabling/disabling system's security.

Authorized user

may be entered into the module.

It is a person whose mobile phone’s number is entered in Progate module. Several authorized users with the same rights

Backup battery

The secondary power source of the system. In case of a main power failure, the backup battery will take over.

Bell squawk

If enabled, the siren/bell indicates the completed system arming and disarming process (except the arming in STAY mode).

After the system is successfully armed, the siren/bell will emit 2 short beeps and 1 long beep after the system is disarmed.
By default, the parameter is disabled.

Bypass/Activate Zone

Zone bypassing allows the user to deactivate a violated zone and arm the system without restoring the zone. If a bypassed

zone is violated or restored during exit/entry delay, or when then system is armed, it will be ignored. The zone will remain
bypassed until the system is disarmed. Zones can only be bypassed and activated when the system is not armed.

Caller ID Caller's identification

COoM

Negative power supply terminal.
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Configuration

Programming of the settings, which will define the operation of the item. For example, user's telephone numbers, set-up of
periodicity for sending SMS message, input names etc.

CMS

Central monitoring station

DIAL

The system makes a call to the number specified.

Diagnostic Tool

When using Configuration tool software, you may monitor system inputs/ outputs, view changes of peripheral devices,
instantly configure necessary options, for example, enabling/disabling PGM outputs, etc.

Entry Delay The system initiates the entry delay countdown if a Delay type zone is violated. The countdown is indicated by short beeps
emitted by keypad buzzer and by steady beep emitted by system's buzzer. The indication is intended to advise the user
that the system should be disarmed. If the system is disarmed before the entry delay expires, no alarm will be caused.

EOL (End of line resistor) input type with resistor.

Event The information that the user receives.

Event Log A list of system events that is uploaded from the device's memory to the configuration software for further analysis. The
system logs all information about system configuration, system actions and info messages.

Exit Delay A period of time intended for user to leave the secured area. The system begins the countdown after the arming process
initiation.

Fault A specific problem or error that prevents the system from working properly. The system comes equipped with self-
diagnostic feature allowing to indicate the presence of any system fault and send SMS text message notification to the
listed user phone number.

iButton key A unique 64-bit ID code containing chip enclosed in a stainless steel tab usually implemented in a small plastic holder. The
module supports up to 800 iButton keys each holding a unique identity code (ID), which is used for system arming and
disarming.

Installer a person provided with INST (installer's) password

Master/User Code

Allows to carry out system arming/ disarming as well as minor system configuration and control

Normally closed (NC)

It is a switch that passes current until actuated.

Normally open (NO)

It is a switch that must be actuated to pass current.

Periodic Test Event

Provides the following information on alarm system: date & time, status (armed/disarmed), GSM signal strength, mains
power supply status, temperature value measured by primary and secondary temperature sensors (if any).

Pull-up resistor

Is that it weakly "pulls" the voltage of the wire it is connected to towards +V (or whatever voltage represents a logic "high").

PGM output A PGM output is a programmable output that toggles to its set up state when a specific event has occurred in the system
or if the user has initiated the PGM output state change manually.
Ping period Sets period of time defining how often the module sends ping data packet to the server.

Service messages

ARM/DISARM, test, resetting of the system.

SSR

Solid State Relay

SMS forward System can re-sent all incoming SMS messages to the specified users. It is useful if the GSM operator of the inserted SIM
card sends some useful information (SIM card validation or payment account status and etc.) or it is necessary to monitor
all incoming SMS messages by specified user.

User It is a person being aware USER password.

Zone Detection devices such as motion detectors and door contacts are connected to the alarm system’s zone terminals.

Zone state/status

Zone status is a position of a certain zone being enabled or disabled. Meanwhile, zone state points out the condition of a
certain zone, which can either be violated (i.e. In case of alarm) or restored.

+V

Positive power supply terminal.

1.3 Package content

Table 1 Standard package content
il

GTM1 module — 1 pcs

Shipping Package - 1 pcs

! Package content may be vary without a notice. Ask the seller before buying!

Table 2 Additional, under request package content

GTM1 User manual
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5.6 kOhm resistors - 4 pcs

100 Ohm resistors — 2 pcs ;
charging

TPS12 13.7V/1.8A AC/DC Mini
Spaces for PCB installation - 4 pcs Switching Power Supply with battery

Wiegand keypad & RFID reader

iButton DS1990A-F5+ key
iButton probe with LED indicator GSM antenna with cable

GSM antenna - 1 pcs

Y 4

Humidity sensor AM2305

W ater Proof DS18b20 Temperature

Probe with 1m cable Temperature sensor DS18B20

Humidity sensor AM2320

Humidity sensor DHT22

(AM2302) Mini USB cable

1.4 General view of the module

Figure 2General view of the module Progate
' Do not locate SIM card with force, because you may damage SIM card holder

&_/ ANT G5M antenna connector

SIM Optional micro (2G version) or

a .t Mano (4G version) SIM card holder

Push — Push type
USB Mini USB programming connector

Figure 3General view of the module
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Figure 4 General view of the module

1.5 Meaning of LEDs and contacts

Table 3 Meaning of LEDs

REG (yellow)

DATA (red)
PWR (green)
FN (blue)

See the table below

Power supply and inputs, outputs connector
Overall dimensions: 73x62x26

Name

Indication variations

Meaning

PWR (green) built-in
LED

Watchdog heart beat blinking, remains lit for
50ms, and turns off after 1000ms.

The module is functioning.

Off

The module is out of order or no voltage

REG (yellow) built-in

Lights continuously

Modem has been registered to the network

Flashes, remains lit for 50ms, turns off for
300ms

Modem is being registered to the GSM network.

LED ﬁ)llrnsk(ljr:gsfast, remains lit for 50ms turns off PIN code of SIM card error. PIN code request should be removed

Off Modem failed to register to the network.

Lights continuousl The memory of the module contains unsent reports to the user or to the
DATA (red) built-in LED g y server.

Off All reports has been send.

Selected output or input ON

ON Selected output or input OFF

FN (blue) built-in LED OFF

Table 4 Terminal block. Contacts.

Optional functions and Description
()
%
Z
AC/DC DC 10-30V
AC 12-24V
Max 0.2A
ouT1 Outputs 1A
ouT2
AUX+ 10-30V, 1A
Input with 10K resistor to the VD+ (Pull UP
Programmable functions Output 1A
V01-1/02 Analog voltage input 0-30V
Max available voltage 30V
0-30V analog input (zone or sensor)
Programmable functions Output -
103/ D0 2-wire smoke detector (fire current loop)
0-20mA, 4-20mA current loop sensor
Max available voltage 30V
0-30V input
Programmable functions Input with 10K resistor to the VD+ (Pull UP)
IN1/D1 The zone for security system NC/NO/EOL/EOL+Tamper
Wiegand (1) interface, RFID reader, keypad
Max available voltage 30V
COM Negative supply terminal for keyboard(s), indicators and sensors.
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Digital output (Max 3.3V)
Digital input (Max 3.3V)
W Programmable functions Dallas 1-Wire bus. DS18b20, DS1990A
Aosong 1-Wire bus. Humidity Sensor AM2302, DHT22, AM2305, AM2306
Max available voltage +3,3V
Max available current 10mA
Power output for external temperature, humidity sensors
+5V Max available voltage +5V
Max available current 100mA
1.6 Configuration methods
SMS text messages
' In order to configure and control the device by SMS text message, send the text command to the PROGATE SIM card from one of the
listed administrator phone numbers.

Sera2 software

' Sera2 software is intended for PROGATE configuration locally via USB port or remotely via 2G/3G/4G network. This software
simplifies system configuration process. Sera2 software is free, which you can download from our website: topkodas.lt

Remote connection

' The system will NOT transmit any data to monitoring station while configuring the system remotely via 2G/3G/4G TLE network
connection. However, during the remote connection session, the data messages are queued up and will be transmitted to the

monitoring station after the configuration session is over.

1.7 System Access codes

Table 5 Default passwords and explanation

Sera2 software provides remote system configuration ability using Topkodas Cloud server via GPRS.

Access Code Format

Password Default How to find and how to change Explanation

SIM card PIN 1234 SERA2> System Options> General system options It is automatically ignored if pin request in SIM card
is disabled

Installer 000000 SERA2> System Options> General system options This password allows you to enter programming

Password mode, where you can program all features,
options, and commands of the module.

SMS User 123456 SERA2> System Options> General system options This code allows you to utilize arming method, as

Password well as program user codes.

User password of | 123456 SERA2> GSM Communications> GPRS/IP/TCP/UDP | User password of GSM operator network where

GSM operator SIM card inserted in the module is operating.

App Key 123456 SERA2> GSM Communications> Sera Cloud Service | “APP Key” in module must be same as Remote
connection password via [cloud app] also in [SERA
remote] default: 123456

Installer code 000000 INST000000_,090_PSW 6-digit password used for system configuration,

(for SMS control 090= command code (Change of installer‘s code) control and request for information.

and configuration) PSW = New Installer's password.

User code 123456 INST000000_,091_PSW 6-digit password used for system control and

(for SMS control Change user's code request for information.

and configuration) 091= command code (Change user's code)

PSW = New user's password.
Master password 1234 or in user table Control functions for all newly associated keys will
(Keybutton code) 123456 SERA2> Users/ Access control be assigned according to MASTER key. For
(if selected 6 or 4 digit code selected: example: If MASTER key will control Out1, all
6 digit) System Options> General system options> User newly associated keys will also control Out1.

GTM1 User manual
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1.7.1  AppKey

1. Change default App Key (Default 123456). Sera2> GSM Communication> Sera Cloud Service
2. Enter App Key for the remote connection via Sera2. Go to Sera2> Settings Enter the same App Key as in the Sera2> GSM
Communication> Sera Cloud Service

Enter App Key for the remote connection via Cloud service. Go to https://cloud.topkodas.lt/index.php > Settings

@ sera2 -

Fie Settngs Dewces JIResd(FS) ) Wrte[Fl @ Updute About. : FReadFS)  FWrte[F6 8 Updute
Evert RepotngCommurcabon System Oggons Evert RegortngiCcmmurcation
SMSOUAL repcrting | Custom SMS Text | GPRSBPITCPAES | O [ SerA G Service mm::: SMSOUAL repcring | Custom SMS Text | GPRSITCPALP | O Reparting | SERA Coud Service |
et c HEMACIAL Phone Number TP P
Burgler Atarm Zores gram Setsings
Outputs (POM)
Asomatorn/Sentors Erable ~ ™ SERA Qoud Service (Defaul)
Evert Surwary Larguage: [Erupan - Chack for Updates Automatcaty ¥
Everts Log P o Domaw [pottostaas 1
:ne-owmw Pt W
I A e

Cloar Al Hatory
PlOoman mmml ™ Use defeut SERA Coud Service —_—
Port [rooos x Crer Selected
)
Device UDIMBAMAC  [064250024302168 OTolrnd Demo ~

System Name (Optonal) | GTalern2 Demo

e T T o~

Figure 5 GSM Communication> Sera Cloud Service> App Key and Settings> App Key

BB Bockingcom @ Amamncom [ eSay [ Facebook i Getting Sta

Syabtame ¢

Dervecn LA AT IMAL

Figure 6 https://cloud.topkodas.lt/index.php> Settings > App Key

1.7.2 Installer and User passwords

If you want to edit existing configuration,
. You have to read it (press “Read” in the command line)
. Edit settings
. Write edited configuration (press “Write” in the command line)

The password for remote and SMS configuration. Installer Password (Default: 000000). This password used for remote configuration or for
configuration via SMS messages with INST code

The password for remote control or for control via SMS messages. SMS user password: 123456. The password used for remote control of the
module or control of the module via SMS messages with USER code
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(8) SERA2
[§] Write [F6] @ Update About..

File Settings Devices HRead[FSI
Eﬁw L mrmm]mmmhymwﬂ

Usersidccess control
Burglar Alarm Zones ¥ Timers
Outputs (PGM) Object Name: |0bnd Name Test Time: 330  hhomm
Automation/Sensor
S ¢ SMS/APP Text Charset fLatin (160 SMS symbols) w| | TestPerioa f [pays |
-Events Log SM Card PIN: F'" Entry Delay Fs s
:ku”"'e'm e Installer Password axaa (6 symbois) Exit Delay: o s
SMS User Password: F:"“" (6 symbols) Bel/Siren Cut-oft Timer: FI20 s
User Access Code Format: |4-D'Iﬁs ;] Time Zone: FOMT: +2) j
1101 Seftings [2-ire Smoke Detector (Fire currentloop) v Daylight saving time: ~
102 Settings “Wire Smoke Detector (Fire current loop)
3 N Clock synchronization: [Cloud Server =l
Clear Events Bufer after reset 2
Door Chaim V
Bell Squawk on ARMDISARM r
Auto - reARM r Set Module Time from PC | Read Module Time |
Stat BUtonRFD programming mode | Stop utonRFD programing | iCu’rIn_?: 2019-07-08 19:24:39 Monday
anel lime:

Reset Device I

Figure 7System Options> General System Options

1.7.3 Master code for access control via keypad

If you want to edit existing configuration,
. You have to read it (press “Read” in the command line)
. Edit settings
. Write edited configuration (press “Write” in the command line)

Master Code for access control via keypad. Defaul Master code: 1234 or 123456

1. Select 6 or 4 digits user access code format. Sera2> System Options> General System Options>User Access Code Format

2. Enter 6 or 4 digits codes in the Sera2> Users/ Access control > Keyb Code

(@) SERA2

File Settings Devices [§]Read [F5] ] Write [F6]  # Update About.
~Remote Control Users table

. ndh

D[en|[ username [ Type | User Tel. | ®utoncode | RFDKeycard | KeybCode | out [ ARMOISARM [Date En| Start Date | Expiration Date
W7 master User . 00000000000 0000000000 [pre NONE v [m 2019-06-01 18.47:50 2015-06-01 18.47:50
= r User . DODDODDO0000 0000000000 NONE m [m 2019-06-01 18.47:50 2019-06-01 18.47:50
L3 ; @ sera2

4 = 2 . -

s File Settings Devices !Rﬂfﬁﬂ 3] Write [F6] @ Update About..

6 (T eALLL
1 [oenera System optons | ystem Fautouties | el Setings | System o |
:3 r mmﬁ;;zm ~System Options 1 [“System Timers

s I [obiect Name Test Time: F‘.‘t:‘ﬂ hrcmm
| Jo ™ [lotin (160 SMS =ymisots) =] | Testperioa fr pays ~

1|C
M2 = Entry Delay fis <
HEn - (6 symbols) Ext Delay. o s
e ™ = (6 symbols) BeliSiren Cud-off Timer: o s
LS rr: [+ - oots jl Time Zone: GMT. + 2) =

16
S [2are Smoke Detector (Fire currert loop) || | Deight savingltime: F

[2-Wire Smoke Detector (Fire current loop) |

Clock synchronization: mw 'l

1=

1=

I

r Set Moduie Time from PC ] Read Modue Time |

ot B ) PC time: 2019.07-08 19:24:39 Monday
Panel Time:
Reset Device ]

Figure 8User/ Access control and System Options> General System Options
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2 QUICK START. First steps to prepare GTM1 module and SERA2 software.

Preparation procedure of the module PROGATE.

Connect the GSM antenna to the antenna connector.

Insert the SIM card in the SIM card holder.

Ensure that PIN request function is disabled.

Ensure that mobile internet service (mobile data) is enabled if mobile app or IP connection with CMS will be used.
Connect power supply.

Connect the module to the computer via mini USB cable.

R
=
q;_;:WJ
| = e
) F\ i
B
-
-
Figure 10 Insert SIM card T ‘
Figure 9Screw GSM antenna Figure 12 Connect the module to the
Figure 11 Connect computer

power supply

L4 CALL TO THE MODULE FROM YOUR MOBILE
YOU WILL RECEIVE SMS FROM THE MODULE

Install configuration software SERA2.
Go to the http://topkodas.lt/ website and download SERA2 software.
Open the folder containing installation of the software SERA2. Click the file ,SERA2 setup.exe”
If installation directory of the software is OK, press [Next]. If you would like to install the software in the other directory press [Change], specify other
installation directory and then press “next”.
. Check if the correct data are entered and press Install
. After successful installation of the software SERA2, press [Finish]

3 Fastening

Figure 14 Fasten the base of the case

Figure 13 Remove the top lid Figure 15 Remove the PCB board

Fasten the base of the case in the
desired place using screws.

1.Remove the top lid.

2.Remove the PCB board.

3.Fasten the base of the case in the desired place using screws. DIN rail
standard.

Figure 16Fasten the base of the case
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4 Installation

This Installation & Programming manual provides the basic installation, wiring and programming information required to program the module Progate
and connect all third party devices to the module.

4.1 Power supply, Battery Wiring

Power supply DC 10-30V AC 12-24V Max 0.2A. It is necessary to calculate max current of power supply. The current of the alarm system is the current
used by sensaors, relays, siren and other devices. It is most convenient to use power supply source applied for power supply of security systems with the

option to connect backup lead battery. It is recommended to mount remote control relays into sockets. Sockets may be easily fixed in metal box. It is
necessary to select relays according to preferred voltage and current.

Prepare the module GTM1
. Insert SIM card

. Screw GSM antenna

The example how to configure the module GTM1 for AC failure, restore function
”~
ANT u
REG
ﬁ@[p)[k(@d]@ED =

< 3>

GTMY -
GSM Controlier PR E m
FN| |

i

AC/N
No PIN
AC/L

Hi
i
£
i
i

A AC 90-260V
0 Q =
28z spl [8ls . TPS12 .
223236852 3E¢% -
200002200000 5 Battery
x
£5 0k 2 &
| | |
Figure 17 Power supply, battery wiring
How to configure the module GTM1 for AC failure, restore function
' If you want to edit existing configuration, You have to read it (press “Read” in the command line)

4 Edit settings, Write edited configuration (press “Write” in the command line)
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Connect the module to the computer via mini USB cable
Start free configuration program Sera2

You will find it in https://www.topkodas.It/ website

HELP & SUPPORT> Downloads

Go to SERA2> Inputs/ Burglar Alarm Zones
Double click on the 4th row

(8 SERAZ [GTM1] — O X
% File Qk Settings oo, Devices Read [F5] \ifrite [F6] Update ‘@ Help
- System Options rZones
- GSM Communications Settings I

= In | Zn Mame Zone Hardware Input I Definition | Type | CID |Bypass|Tamper| Shutdown |Force|Report AlRepon R| Speedl ~
- M [# 1 Door GTM, 101 delay (Entry/Exit) nNo 134 ¥ v T I 200ms
- Sutomation/Sensors | [[#i2 Pr GTM1, 102 follow/interior no 130 Mo T 2 SN W 200ms
““:"e:ﬂ" SE"‘"‘E'V [#.3 Fire GIM1 103 fire Mo 110 [ 2 Vv ¥ 20
- Events Log >

4, v v v v v

. RT Testing&Monitoring [#4 acLoss GTM1, IN1 AC power loss wo sm o T v Vv W 200ms
- Firmware

Figure 18 SERA2> Inputs/ Burglar Alarm Zones
Enter the required parameters.

Press “Write” icon (in the command line.)

| @ sere2(6TMI) \
|[B)File & Settings o2 Devices []Read [FSf 3] Write [F6] @ Update i Help

System Options Zones
- GSM Communications Seftings

Zone 4 Settings

Evert Repeat Timeout 6005
Miix Alarm Count i

Zone Alarm action: /A hd

Zone Options:

Alarm report Enabled
Restore report Enabled
Tamper Enabled

Bypapss Ensbled

Shutdown if max alarm count
Zone Force ARM

Deiay Restore Event

b

|

Figure 19 SERA2> Inputs/ Burglar Alarm Zones. Double click on the selected line

[.;, File Ly Settings o Devices [§] Read [F5] Write [F6] @ Update iy Help
-~ System Options Zone: Zone 4 Settings
-~ GSM Communications Settings
| | Usersifccess control = I |AC Toe
zoeine
| ~Outputs (PGM) L]0 atarm Text atarm ¢ Te:a
- futomation/Sensors &2 For—r—
- Event Summary I 3 Restore Text I ore 4 1e:
| EventsLog [T|{# 4 1 Zone Hardware Location  [GTM1,IN1
- RT Testing&Monitoring
-Firmvvare Zone Defintion AC power loss -
Wiring Type
Contact ID code
Zone Spesd
Event Repest Timeout
Max Alarm Count
Zone Alarm action:
Zone Options
Alarm report Enabled 12
Restore report Enabled 12
Tamper Enabled r
Bypapss Enabled 12
Shutdown if max alarm count ~
Zone Force ARM I~
Delay Restore Event r
| —
<

Figure 20 SERA2> Inputs/ Burglar Alarm Zones. Double click on the selected line
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| @ sERAZ [GTM1] \
‘éﬁl: Oy Settings 3 Devices 3] Read [FS. [§] Write [F6] ) Update (b Help

System Options rZones— .
i one 4 Settings
i GSM Communicstions Settings 9
| - Usersisccess control
[ ] [T ]| 2o et
| Outeats PGM) #5118 sjarm Text [larm 4 Text
- Automation/Sensors 2
- Event Summary "®s Restore Text |Restore 4 Text
i Events Fag L T 74 Zone Hardware Location |GTM1, N
- RT Testing&Monitoring
*-Firmware Zone Definition AC power loss -
Wiring Type INC -
Contact ID code 301
Zone Speed 600000ms
Event Repest Timeout 600s
|
Max Alarm Court 1|

Zone Alarm action: N

| ~Zone Options:
Alarm report Enabled
Restore report Enabled 2
| Tamper Enabled r
Bypapss Enabled 2
| Shutdown if max alarm count 12
[ Zone Force ARM I
Delay Restore Event r
‘ oK

Figure 21 SERA2> Inputs/ Burglar Alarm Zones. Double click on the selected line

How to set SMS alarm funkction
Go to SERA2> GSM Communication> SMS/ DIAL reporting

(3} SERAZ [GTMI]

FilE 8%Settings o Devices Read [F5] Write[Fﬁl ;-iUpdate @Help
e Syrate i

Figure 22 SERA2> GSM Communication> SMS/ DIAL reporting
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Option —Event Reporting/Communication
| SMZDIAL prOﬁianCus:torn SMS Text | GPRSAPIT CP.'UDP' CMS Reporting | SERA Cloud Service |
T OSErSITLCESS BOTTO ~SMSfautoDIAL Phone humber—— S
-~ InputsBurglar Alarm Zones SMS Notifications to USER
- Outputs (PGM) ITeI.1 + (37065556449 | e Events 1)2]a]4 al1]2]3 7 |a]
- dutomation/Sensors Tel2 + ( Izls 0 grous [l il il |l o o e ol ] ] ol il
E:::fr;"mm - 3 | System Truokles(CID 300 group) Frorrrrrrrrrrciree
RT Testin;&Mon’rturing : \ 4 | Senszorl-Sensor32 AlarmiRestore il =
“Frmasre bt fo-vest Evens (0 600 rov) 8= ol o
Tels + | e a——y w1l ol ol ol ol Ll Ll
Telb + I— 7 InputiZonel AlarmiRestore il il il el ml i R e e e R e el
§ | InputiZone2 AlarmiRestare il il i i e e R el
W[ Mo rowzons AmRestors (ol ol ol el [l A
Tel8 + 10 | InputiZoned AlarmRestore rrririrrrcrrrrrcirricricrce
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SERA2> System Options> System Fault/ Troubles

(@) SERA2 [GTM1] - [m]
| File £y Settings o3 Devices [§] Read [FS]  [§] Write [F6] @ Update iy Help

System

mmuUnICAtions: General System Options | System Fault/Troubles | System Info |
UsersiAccess control

InputsBurgler Alarm Zones | [T odts/Troubles | Faul/Troubles Globsi Settings
Outputs (PGM) D | Trouble | Enabie | Restrictarm |
i sor: M 1 Battery truoble I3 C Trouble Event Limit : ]3—
- Event Summary 2 Clock truoble v I
:e;::h!:imnmm | |3 |BUS trucble v r Reset Trouble Event Courter After: |50 min
9 9 4 Tamper truoble 2 r
5 Fire loop trucble I r
6 SIM card truoble v r
7 Zone antimasking truoble I~ r [ System Vottage (Low Battery) settings
|| 8 GSM network truck v
- nebwerkfruobe L r Low System Voltage Alarm:

< <

System Voltage Restore:

Evert Delay: 0 s

EE

Global Tamper Recognition:

|Aucible alsrm wwhen disarme / alarm as per zone when armed j

Figure 23 SERA2> System Options> System Fault/ Troubles
Go to SERA2> GSM Communication> Custom SMS text

{3} SERAZ [GTM1]

File Q%Settings Devices Read [F5] Write [F6] i Update @ Help
i —Ewvent Reporting/Communication

SMS/DIAL reporting | Custom SMS Text | GPRSAPITCPAIDP | CMS Reporting | SERA Cloud Service
- Uszersifccess control —
- InputsBurglar Alarm Zones IO |Text Descrition ISMS Text
- Qutputs (PG B 1] Alarm Alarm
- AutomationsSensors 2 Restore Restare
- Ewent Summary 3 Open TREn
- Everts Log =

4 Cl Cl

- RT Testing&Monitaring — ose 058
- Firmare

Figure 24 SERA2> GSM Communications> Custom SMS Text

R - 3 Power supply TPS12 installation manual: https://topkodas.lt/Downloads/TPS12_UM_EN.pdf
. = s ] Power supply TPS12 : https://topkodas.lt/Downloads/GTalarm2_TPS12 AN_EN.pdf

« Temperature Co...
+37065353797

Object Name
AC Restore
2020-07-21 14:29:46

Object Name

AC Loss

2020-07-21 14:31:05
CID:1:301:01:004

Write message
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4.2 Inputs

I01and 102 programmable selectable input or output
- 101: 0-30V
- 102: 0-30V

103/D0 programmable selectable
- 103/D0: 0-30V analog input (zone or sensor)
- Output
- 103/D0: 0-20mA 4-20mA current loop sensor
- 2- wire Smoke Detector (Fire urrent loop)

IN1/D1: 0-30V

1W programmable selectable
- Digital input (Max 3.3V!!!)
- Dallas 1-wire bus
- Aosong 1-wire bus

Wiegand keypad inputs: |03/ DO ir IN1/D1

421 4-20mA sensors

.

PREPARE the module GTM1

- Insert SIM card

- Screw GSM antenna

- Connect analog current sensor as in the diagram
- Connect the power supply

- Connect the module to the computer via mini USB
- Install SERA2 software.

. You will find it in https://www.topkodas. |t/ website

. (HELP & SUPPORT> Downloads)

. Open SERA2

- Go to SERA2> System Options> General System Options
- Set 1/03 Settings > 0-20mA, 4-20mA Current Loop Sensor
- Press “Write” icon (in the command line)

A ~
ANT usB
card ‘«P
REG
Topkoda

DATA

GTM7 -
GSM Controlier

FN

Figure 25 Example of 4-20mA sensor wiring

' If you want to edit existing configuration, You have to read it (press “Read” in the command line)

Edit settings, Write edited configuration (press “Write” in the command line)
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(@) SERAZ [GTMI]

é File ) Settings o Devices Ej Read [F5] m Write [F B Update @ Help
System Options System
-~ GSM Communications | General System Options |System Fault/Tr
Usersificcess cortrol Syaiam Optione
~Inputs/Burglar Alarm Zones ¥
Outputs (PGM) Object Name: IOhieci Name
- Automstion/Sensors "
atin (160 SMS symbols;
Event Summary SMSIAPP Text Cherset |Latin ¢ ymbols) ~|
Events Log SIM Card PIN: a2
RT Testing&Monitoring —
 Fitmware Installer Password: I; (6 symbols)
SMS User Password: I;““‘ (6 symbols)
User Access Code Format: F - Digits: -
Keyswitch Zone Mode: Fulse.Edge A4
W (1-Wire Bus) pdlus 1-Wire Bus DS1990A/DS18b20 ... j
[ 1103 Settings A, 4-20 mA Current Loog,
Clear Events Bufer after reset
Door Chime
Bell Squawk on ARMDISARM
Auto - reARM
Start iButton/RFID/Phone programming mode Stop programming
Reset Device

- Go to SERA2> Automation/ Sensors
- Select GTM1, Input 103, 0-20 mA
- Press “Write” in the command line

Figure 26 SERA2> System Options> General System Options

{3} SERAZ [GTM1]

|2 File %, Settings
5] File % Setting

wa Devices Read [F5)

W Update @Help

- System Options

- GSM Communications

kY [&] virite [F6;
—Automation/Sensorsi&nalog Inputs
1D | Sensor Name |

Sensor Hardware ID

- Usersificcess control Sensor Name 1

GTM1 Input 103,0-20mA

Sensor Disabled
GTM1 Input IN1,0-30%
GTh1 Input 101,0-30V

GTM1 Input 102,0-30%

Tnput TV9 T-Wire bus, RH, Humidity Aosong 1-Wire bus Humidity/Te
GTM1 Input 1W 1-Wire bus, Temperature Aosong 1-Wire bus Humidity/Te;
GTM1 Input 14,1 Wire DS18B820 Temperature SN: 28FFB5795516

Sensor Name 9

[# 1
Igpmjgu’r%aMr Aarm Zones : [#] 2 sensor Name 2
. ] [#] 3 sensor Name 3
- Evert Summary [#] 4 sensor Name 4
- Events Log " |# 5 sensor Name 5
- RT Testing&Monitoring E} 6| Sensor Name 6 '
- Firmware : [#] 7 sensor Name 7

[#] 8 sensor Name 8

[# 9

ASa—

Sensor Disabled

Figure 27 SERA2> Automation/ Sensors

Double click on the line

SERAZ [GTM1]

2| File 2k Settings
[S) File %y Setting

f—

oy Devices Read [F5]

Write [Fé]

B Update  {y Help

—automationdSensorsfAnalog Input

Sensor Mame

Senzor Hardware D

Unit

- System Options

-~ GEM Communications D

- Uzersfhcocess control Y

= InputsBurglar Alarm Zones El 9
- Outputs (PGM) =

| &utomation/Sensars | [# 3
-~ Event Summary E 4
-~ Everts Log |'_] 5

Senzar Mame 1
Senzor Mame 2
Senszar Mame 3
Sensar Mame 4

Sensor Matme S

Figure 28 SERA2> Automation/ Sensors. Double click on the selected line

- Change default settings under your requirements

- Press “Write” in the command line
- Sensor calibration is possible

GTM1 User manual V-2020-08-20

GTRT Jnput 103,0-20ma,

Senzor Dizakled
Senzor Disabled

Senzor Disabled

Senzor Disabled

"z
'C
"
"
"

17 | 6N



Contact manufacture for calibration file (email: info@topkodas.lt)

@ serse (6TM1) _

Sensor 1 etk X
ZJfile Sy Settings o2 Devices i;::ms:a:::
- System Opfions Automat]
- GSM Communications D | | SensorName: [Senser Name 1
|~ UseraiAcoess control @1 . GTM 1 Input 13,0200 -
it Burgier Al Zones g ; ST [GTMLInpul 1030 =
- Outpuds (PGM) Sensor Uit Test T
- Automation/Sensors & 3
Event Summary 24 pigh/Mas (e.5. AT Cooler,Far) Valus Action Setings
|- Events Log s £ T* Alarm High
| RT TestingaMariering [ o| | MtV Alam Evert/SHS: High Temp SMS Alaim Hig
- Firmware. [7] 7| | MasValue To Activate Oupus 28
[# 8| | MaxValue Hysteresis: 1 High Temp fSinmmes
[#] 8| | Max Alam Event Delay: 10000 ms
[£10] | MaxViakue Dutput Cortrol Delay: 1000 e
B g NONE =
02 | e ID Repart Code: £
g5t Alarm E :'::21 Low Tem
[Zta] | Alam Evert SMS Te M Vakie -
(#15| | Alom Evert/SMS o Restore Event/SHS ®
7 e SHIS Alarm Low Temperatue
| [ LowMine.q Hesten Value Action Seitings

(15| | Min Ve Al Exent/SM: 5 Sencor Ealbision

[#18| | MinValue ToActivate Ouiput: 10 XMl [
#120| | MinValue Hysteresi i
T Voo 0

[#21] | Min Alarm Evert Delay: 10000 s

o] | MinVue Outpul Conic Delay: 1000 ™ Erustion: TempersiuresADCAY
| | 0t e =]

[#j25| | Contact 1D Report Code: E

[#26] | Alam Event SMS Tewt: [Minvahe

[#27| | Alarm Evera/sMs F Restore Event/SMS 1=

USE  Connected | (GTH1_042007071152 IMEI;869395038308881 | SN:00000004

Figure 29 SERA2> Automation/ Sensors

4.2.2 Humidity sensors AM2302/DHT22/AM2305/AM2306/AM2320/AM2321

Module should work with following sensors: Aosong 1-Wire bus Humidity Sensor AM2302, DHT22, AM2305, AM2306. Also a new smaller sensor
exists AM2320 & AM2321.

Table 6 Sensors AM2302, AM2320/AM2321 specification
Manufacturers' Specification

AM2302 AM2320/AM2321
Operating Range 0-100 0-100
Absolute accuracy +3% (10-90%) +3% (10-90%)
(%RH, 25°C) +5% (<10, >90%) +5% (<10, >90%)
Repeatability (%) +0.3 +0.1
Long term stability
(% per year) 0.5 05
1/e Response (sec) 5 5

3.1-5.5(AM2320)

\Voltage supply (V) 3.3-55 2.6-5.5(AM2321)

The table lists values taken from datasheets. The Aosong data sheets do not specify maximum tolerances for most parameters, just 'typical' values. It
would therefore seem that any particular device is not guaranteed to meet these specifications. For all the other devices the numbers above are the
maximum tolerances and most also offer better 'typical' specifications.

Each AM2302 sensor connects on separate bus line to digital input D1 (Digital I/O D1 in Sera2). Total up to 1 AM2302 Aosong (Guangzhou) humidity
sensor could be connected to GTM1
Steps to start AM2320 and AM2302 sensors:

Prepare the module GTM1
. Insert SIM card
. Screw GSM antenna
. Connect AM2320 or AM2302 to the 1W according connection diagram.

GTM1 User manual  V-2020-08-20 E N |


mailto:info@topkodas.lt

GCTM1

GSM Controller

13
31

¥
!

v -
AUXe $8-30VA

SAC/DC [f7%
SAC/DC

SouT1
SAUX+
SouT2
101
9102

m @

SIN1D1 2

S103/D0

UAIA

PWR

Figure 30AM2320 connecting diagram
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' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)

- Connect the module to the computer via mini USB cable

- Connect the power supply.

- Start free configuration program Sera2
. You will find it in https://www.topkodas.|t/ website

. HELP & SUPPORT> Downloads

- Go to SERA2> System Options> General System Options window.
- Set 1W (1-Wire Bus)> Aosong 1 Wire bus Humidity/ Temperature Sensor AM2302...

- Press “Write” in the command line
- Press “Read” in the command line
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(5} SERAZ [GTMI]

=\ File L4 Settings Devices [£] Read [F5] White [F6] ) Update iy Help
System Options | Syst
- GSM Communications General System Options | System Fautroubles | System nto |
- Usersitccess control ) )
- InputsBurglar Alarm Zones R e EDUIER
- Outputs (PGM) Ohject Name: IObjEE*l Name Test Time: |1 330 hhomm
- AutomationfSensors SMSIAPP Text Charset |Latin (160 SMS symbols) j Test Periacl: |1 IDS‘:'S j
- Event Summary
Events Log SIM Card PIN: I*"“ Entry Delay |1 5 s
- RT Testing&Monitoring .
b I,..,,. > Izu
- Firmware Installer Passwword (6 symhols) Exit Delay: s
SMS User Password: I“'“" (6 symhbals) Bell/Siren Cut-off Timer: |1 20 E
User Access Code Format: |4 - Digits vl Time Zone: I(GMT: +2) j
Keyswitch Zone Mode: IPuIseJEdge vl Daylight saving time:
1% (1-Wire Bus) | ’

1103 Seftings

Clear Events Bufer aft
Door Chime

Figure 32 SERA2> System Options> General Syste

Digital Input  (Max. 3.3%1I)
Digital Output (Max. 3.3

Dallas 1 e Bus DS1 990ADS1 Bb20

er reset

Bell Squawk on ARMDISARM

m Options

- Go to SERA2> Automation/ Sensors window. The sensor will appear in the list automatically.
- Double click on the selected sensor’s line.

(&) SERAZ [GTM1]
[ File %y, Settings 2, Devices Read [F5] Write [F6] (@ Update {0y Help
- System Options —Automation/Sensorsidnalog Inputs
-~ Z5M Communications D Sensor Mame I Sensor Hardware ID
- Usérs/Access control [ Sensor Mame 1 | GTMI Jnput 1W,1-wire DS18B20 Temperature SN 28FFB5795516
- InputsBurglar Alarm Zones M= e e
- Outputs (PG #) 2 Sensor Mame 2 GTM1 Input 19, 1-Wire bus, RH, Humidity £osong 1-Wire bus Humidity Temperature Sensor DHT2258M2301 1AM
i - A tomationdSensars I #, 3 SensorName 3 | GTM1 Anput 1% 1 -Wire bus, Temperature Aosong 1-Wire bus Humidity/Temperature Sensor DHT22/4M2301/8M2
-~ Event Summary |#] 4 Sensor Mame 4 | Sensor Disabled
- Everts Log #| 5 SensorMame 5  Sensor Disabled
- RT Testing&Manitoring #| 6 SensorMame 6 Sensor Disabled
- Fi —
rimavare S 7 Sensor Mame 7 Sensor Disabled

Figure 33 SERA2> Automation/ Sensors

- Set other parameters of the sensor
- Press “Write” in the command line

MIN, MAX values Units etc.

® seraz (GTM1) Sensor 2 Settings X
[D)File 9 Settings 3 Devices [§] |- Sensor Settings
Spsion optane Sensor Name: [Sensor Name 2
‘GSM Communications
Usersiaccess cotrol Sensor ype/hardware location: [GTM1 input TW/,1-Wire bus, FH, Humidiy Aosong 1-Wire bus Humidiy/Temperaiure Sensor DHT 22/
| m‘:“"a"s( o AN £oose Sensoc Uit Test T
Evert Sunmary ~High/Mas (e.g. A/C Cooles, Fan] Vakue Action Settings ~
EvertsLog Max Vaue Alarm Event/SMS: High Temp 4 Susumtion
RT Testing8Monitoring oo = Cooler ON
e Max Value To Activate Output

Max Value Hysteresis:

Max Alaim Event Delay:

Max Value Output Control Delay:
Output:

Contact ID Report Code:

Alam Event SMS Text: [Max Value

%ﬁm

High Temp

NONE

e / = Cooler OFF
///////////// 7

Heater Hysteresis |

Low Temp

— Heater ON

Alaim Event/SMS Restore E

Figure 34 SERA2> Automation/ Sensors

| Alam Event/SMS 9 Restore Event/SMS P | Low Temp I SR T T s
~Low/Min (e.g. Heater) Value Acti

Min Value Alaim Event/SMS: 5 [rSeneor Calbyalion

MinValue To Activate Output 10 X Mokples [T

Min Value Hysteresis: 1 C—

Min Alarm Event Delay: flooon ms Y-/Offest

Min Value Output Conlrol Delay: flooo me Equation: Temperature=XADCeY

ouue e <]

Contact ID Report Code: EN

Alam Event SMS Text [MnvVae

vent/SMS
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4.2.3 Analog inputs 0-30V

' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)

1-WIRE

2
og?ng
]

i

Outputs 1A

H
i

oC

o) | Auxs 10-30vita | | Outputs | | 530V Soesars
88t xp 8 8|z
3gl2355888z3
< <<0ox0olfQQZ0+F ¥
2 0lo o 0lo oo oo

Figure 350-30V sensor connecting diagram

Analog 0-30V sensors could be connected to 103, IN1

Steps to start analog sensors:
Connect analog voltage sensors to 103, IN1 according connection diagram.

If sensor connected to 103, go to SERA2> System Options> General System options
Set 103 to 0-30V Analog Input (Zone or Sensor)
Press “Write” in the command line

If analog inputs sensors is not in use, the inputs should be disabled in “Zones” or “Sensor”
window.

Analog sensors should be calibrated and parameters should be set in the SERA2>
Automation/Sensors window. Go to SERA2> Automation / Sensors, double click on the
selected line. Sensaors calibration is possible by changing multiplier, offset.

When all changes has been done, the configuration should be written to module, by pressing
write icon.

@ serA2 [6TM1) - o X
BEie S\Sitiogy o5 0eaces FRead(Fs] [FWrite (F6] @ Update @ Help
R, [ e | srmre
Usersiaccess control — = Timer:
IrgutsBurgler Alsem Zones ¢ AT [ System Timers
Outputs (PGM) Cloject Name: [otsect Name Test Time: F&m hhcmm
Automation/Sensors
b SMSIAPP Text Charset JLatin (160 SMS symbols) x| Testpenoat fr [povs -
Events Log SM Card PR Entry Oelay 5 =
RT TestingdMontoring
& Installer Password: Ext Delay. o .
SMS User Password: BeliSren Cut-off Tmer, Fﬁ s
User Access Code Format: Time Zorwe: FW“.OI) vI
z Dwydght saving time: ~
W (1 e Bus)
[Goser ] ook opnoren oS ]
Close Everts Buter sfter reset
Door Chime
Bel Squawk on ARMOISARM
i Set Mode Tme fromPC | Fead Modkde Trme |

PCtime: 2020-08-12 12:49.45 Wednesday

Panel Time:

Figure 36 SERA2> System Options> General System Options 103 Settings> 0-30V Analog Input (Zone or Sensor)
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@ seraz (GTMI) ‘ - w]
(B File &y Settings -Dw-tn B Read[F5]  [§Write [F6] @ Update {Help
puts

System Options
GSM Communications: s
s - Sensor 1 Settings X
Inputs Brrgior Alorm Zones 11 Sensor Setings
Sensor Name: |Sensor Name 1
Sensor lype/asdware locaior: 671 ineut 1030304 =l
Everts Serwsoe Dizabled
o i Sensor Uk Test: GTM1 Inget IN1 030V
”":""‘"' GTM1 Inget 101,030V
— ~High/Max e.9. A/C Cooler, Fan] Vahue AGTMLInput 102.0-30v

Max Vahie Alaim Event/SMS: GTM1 Jnpt 103,020
Max Value To Activate Dutput:
Max Value Hystesesis:

Max Alaeen Event Delay:
Max Vakue Output Control Delsy: fo
Output: // AR,

Cortact 1D Repont Code: [Heate! Hystoresis |

Alam Event SMS Test [MaxVaie Lamilemy

Alam Evert/SMS ~ Restore Event/SMS

2 S—
Low Temp ‘.”"l SMS Alaim Low Temperatare

~Low/Min (0.0 Heater) Valus Action Selfings
Min Vabue Alaim Event/SMS:

MinVakie To Activate Output: X -Maigher [T

MinValue Hysteeasis:

Sensor Calbeati

EREEEEREREEREREEREERERE

Figure 37 SERA2> Automation/ Sensors Double click on the selected line

4.2.4 Temperature sensors Dallas 1-wire DS18b20 installation & recommendations

g,

The DS18B20 digital thermometer provides 12-bit Celsius temperature  Applications/Uses
measurements. The DS18B20 communicates over a 1-Wire Each
DS18B20 has a unique 64-bit serial code, which allows multiple
DS18B20s to function on the same 1-Wire bus. Thus, it is simple to use
one to control many DS18B20s distributed over a large area. Applications
that can benefit from this feature include HVAC environmental controls,
temperature monitoring systems inside buildings, equipment, or
machinery, and process monitoring and control systems.

Consumer Products
Industrial Systems
Thermally Sensitive Systems
Thermometers

Thermostatic Controls

Key Features
e  Measures Temperatures from -55°C to +125°C (-67°F to +257°F)
e  +0.5°C Accuracy from -10°C to +85°C
. Each Device Has a Unique 64-Bit code.

Prepare the module GTM1
. Insert SIM card
. Screw GSM antenna
Connect temperature sensor DS18b20 to the 1W according connection diagram.

[Itis possible to connect up to 32 temperature sensors DS18b20]

DS18b20 connection withA long distance UTP or FTP cable
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Figure 38DS18b20 sensor sensor 0616620
If you need to connect more sensors to 1IW
& 5 ) (-2 -
«  Connect them as a star or serial. g5 5 g g a2t 3z2
. Each line should be separated by 82-120 Ohm resistor < g0ox0o/l2glezlo=?® 82120 Ohm
Qoo vooeo

max 100m line Sensor_1 DS18b20
82;<;:/O\:1m max 100m line El Sensor_2 DS18b20
St O, iioni e ] Sensor_3 DS18b20

4.2.5 Temperature sensors Dallas 1-wire DS18b20 programming

' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)

Connect the module to the computer via mini USB cable
- Connect the power supply.
- Start free configuration program SERA2
You will find it in https://www.topkodas.It/ website
HELP & SUPPORT> Downloads

Go to SERA2> System Options> General System Options window.
- Set 1W (1-Wire Bus)> Dallas 1-Wire Bus DS18b20...

- Press “Write” in the command line

- Press “Read” in the command line
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(&) SERAZ [GTM1] ' — O %
File 3; Settings &, Devices Read [F5] Write [F6] Update @ Help
t System Options I ~System

GEM Communications |General System Options |3ys1em Fault/Troubles | System Info |

Usersitccess control

nputs/BLrglar Alarm Zones —System Options —System Timer
Ohject Name: IObjel::l Mame Test Time: 1330 hhomm
SMSIAPP Text Charset [Latin (160 SMS symois) ||| Testperio: i |pays |

Siv Card PIN: I“"‘ Entry Delay 15
Installer Password: I””” (6 symbuols) Exit Delay: 20 s

SMS User Password: I””” (6 symbols) BeliSiren Cut-off Timer: 120 s

User &ccess Code Format: |4 - Digits - I Time Zone: ](GMT: +2) j
Keyswitch Zone Mode: IPuISElEdge vl Daylight saving time: v

AW (1-Wire Bus) |

ital Input — (Mec. 3.3

103 Settings Dig

Clear Events Bufer after reset ur ensor DHT22/4M2301/AM2302/AM2305/AM2306/AM2320/AM23208
Daar Chime 2
Bell Sgquavwk on ARMDISARM -

Auto - reARM -

Set Module Time from PC Read Module Time

Start iButton/RFID/Phone programming moce: Stop programming PC time: 2020-07-20 11:23:52 Monda\f
Panel Time:

Reset Device

Figure 39 SERA2> System Options> General System Options

- Go to SERA2> Automation/ Sensors window.
The sensor will appear in the list automatically.
- Double click on the selected sensor’s line.

() SERAZ [GTWT]
- Set other parameters of the sensor ) )
MIN. MAX. alarm values etc File 3% Settings g, Devices Read [F5] Write [F6] pdate @ Help
- Press “Write” in the command line - System Options —AutomationiSensors/Analog Inputs
- G5M Communications D Sensor Name | Sensor Hardware D
Usersifccess control » Sensar Mame 1 GTMI nput 1V,1-\Wire, DS1BE20 Temperature Sh:28FFO04BIA0T 6
- InputsBurglar Slarm Zones -
- Outouts (PGM 2 Sensor Mame 2 Zenzor Disabled
- Automation/Sensors E 3 Sensor Mame 3 Sensor Disabled
- Ewent Summary E. 4 Senzor Name 4 Sensor Disabled
- Events Log [# 5 sensorName 5 Sensor Disabled
- RT Testing&Monitoring [#, & SensorName &  Sensor Disabled
rmeare E. 7 Senzor Name 7 Sensor Disabled

Figure 40 SERA2> Automation/ Sensors

Using cat 5 cable is best and will make it easier to maintain a working 1-wire network when you expand and add more sensors. The data and
ground should use one twisted pair, for example blue/blue-white. A single wire from another pair is used for the 3.3 volt supply.

Don't double up wires on the assumption that this lowers resistance and is a 'good thing', it actually alters the impedance of the network and makes
itless reliable. All unused wires in the cat 5 cable should be left unconnected (don't connect them to ground).When running a 1-Wire bus, Dallas recommend
that you use an unshielded Cat5 cable for the bus. Do not use shielded cable as the capacitance increase will upset the network.

If you intend to have a large 1-Wire network, it is important that you design the network correctly, otherwise you will have problems with
timing/reflection issues and loss of data. You must connect each sensor to a single continuous cable which loops from sensor to sensor in turn (daisy
chain). This will reduce potential miss-reads due to reflections in the cable. Each sensor should have a maximum of 50mm (2") of cable connected off this
main network. Even when using this method, connecting more than 10-15 sensors will still cause problems due to loading of the data bus. To minimize
this effect, place a 100-120Q resistor in series in the data line of each sensor before connecting to the network. The total length of the bus from 10 to 100m.
Depending of cable quality sensors number on bus, and environment noise. There is possibility to connect up to 32 devices.
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Begin the installation by mounting additional devices in the cabinet using the stand-offs provided, then mount the cabinet in a dry, protected area
with access to unstitched AC power. Install hardware in the sequence indicated in the following pages. Do NOT apply power until installation is complete.

L All circuits are classified UL power limited except for the battery leads. Minimum %4” (6.4mm) separation must be maintained at all points
between power limited and non-power limited wiring and connections.

4.2.6 How to change temperature scale from Celsius to Fahrenheit

' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)

1. Go to SERA2> Automation/ Sensors (double click on the sensor’s line).
2.  EnterY (offset) and X (multiplier) values.
3. Change the units to Kelvin or Fahrenheit in the SERA2> Automation/ Sensors (double click on the sensor’s line).

Y(offset)=273.15, X(multiplier)=1
Celsius to Fahrenheit conversion
Y(offset)=32, X(multiplier)=1.8
Celsius to Kelvin conversion

Refer to: Error! Reference source not found.

4.2.7 How to activate output, when defined value is reached?

' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)
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Itis possible to set:

) - e n \ M N Cooler ON Cooler OFF
trigger conditions (“Min”, “Max” and “Hys.”) and “ B T T
wanted action. H ™.
=1
SMS alarm event values 3 A \
o s Time M Vakie Alaim Event/SMS: Ed Y
Hysteresis (“Hys”) is used to prevent from | - Max Vakie To Activate Output: [= \
excessively triggering when the value fluctuates i / - Max Vakue Hystaresi i \
around the trigger point. —" /| Maxlom Event Delay: [0006 I
o Max Value Output Control Delay: |1[|lI| ms /
) =2 Output |Dur1 | —
Example: L ) 3 ~. Contact ID Report Code: 158
The wanted minimum temperature is 19°C. g Valte ysteresia | Plam EventSHS Text [Mavae
Sosensorl: Min=19 and Hysteresis=0.5 © v Enable Alsm Evert/SHS [

Temperature |
o ;o |
[ | | Temperature
| 1 I | Max
I ’ | |\ Hst * When the controller is switched on, i |
ax - N
i I : : weEk + Outlis activated because the temperature is out of range. #\4\," ! /""\ I, Min+ Hys
: : : | * This switches the heater ON 13 / : LJ A Min
| I |
o ol | Min+Hyst i i
l |VAI : :
—'—,—:%Mm The temperature is going higher. ; ! Time
| | | | | Output | |
: ! ! i ] o status | |
— — i . When temperature reaches19.5°C(19.0+0.5) | !
Trigger [ Lo | Time « itgoesin range (trigger condition) ! !
b I |
| ! |
' * Qutlis deactivated. |
| ’ * Theheaterisswitchedoff. —— B | Time
Time * The temperature fallsand /

* when itreached 19°Cit goes out of range (trigger conditions)
. Inrange . Out of range

* The Outl is activated (heater is switched on). —

4.2.8 How to test the system: hardware status & real time sensor values, event list.

Real time hardware status

() SERAZ [GTMT]
[Z)File &y Settings 2, Devices Read [F5]  [§] Write [F6] M Update iy Help

System Options ~Monitoring wincow
i+ GSM Communications l Harcware ISecur'rty Alarm Panelisccess | Sensors/automation | Evert Moritaring |

- sersiAcoess control nputs (ADC valuss)
o InputsBurglar Alarm Zones %]J% Start Monitoring
o Outputs (PGM)
- Automation/Sensors
i+ Ewent Summary

Go to SERA2> RT Testing & Monitoring > Hardware
Press “Start Monitoring”

Stop Monitoring

oo o v
2o v
v

smicop: |

SIM card: I

Signal level: I

Figure 41 SERA2> RT Testing & Monitoring> Hardware
Real time sensor values
(G} SERAZ [GTM1]
Go to RT Testing & Monitoring> Sensors Automation [E1File Sy Settings 3, Devices  [§f] Read [F5] [ Write [F6] (@ Update {yHelp
i~ System Options [ Monitaring wincoy

GSM Communications Hardvvare | Securtty Alarm Panelfdccess | SensorsfAutomation | Event Monitaring |

Usersiceess control ensor Name 1 GTh Input %41 \Wire DS18B20 Temperaturs SN 28FFOD4BADT 6
- Inputs/Burglar Alarm Zones
! "

 Outpuls (PGM) ave  [731 cc EERENN  FERVST  SWVARRT

Automation/Sensors ’—Sensur Mame 2,Sensor Disabled
Ve

Event Summary ave  [un o N ERVERERN - ESERERN

rensur Mame 3 Sensor Disabled
Wi

Figure 42 RT Testing & Monitoring> Sensors/ Automation
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Real time events list

Go to SERA2>
RT Testing & Monitoring> Event Monitoring

Figure 43SERA2> RT Testing & Monitoring> Event Monitoring

(A SERAZ [GTM1]

[Z)File =y Settings . Devices [&] Read [FS]
Monitoring winco:

- System Options
- GSM Communications
Users/Access contral

[&] Write [F6)

W Update @ Help

Hardware | Security Alarm Panelfccess | Sensors/Automation | Evert Monitoring l

Inputs/Burglar Alarm Zones
-~ Outputs (PGM)
Automation/Sensors

0002 Event:1:158:00:001
0001 Event.3:159.00:001
0000 Event:1:159:00:001

Time: 2020-07-20 12:11:35
Time: 2020-07-20 12:09:59
Time: 2020-07-20 12:08:49

High Temp Alarm, Sensor:001
Low Temp Restore, Sensor:001
Low Temp Alarm, Sensor.001

Mote: Sensort, :30.69
Mote: Sensort, :12.50
Mote: Sensort, :3.25

- Event Summary

4.29 How to read event log from internal memory of the module?

Read events log

Go to SERA2> Events Log
Press “Read Event Log” button

(@ SEra? [GTMI]
[EFile 2y Settings 3 Devices (] Read [F5] 8 Update 3 Help
System Opfions Events Log

G5 Communicatans
Usersiceess cortrol

(3] e |
Res Fvert Log

compenion |

Figure 44 SERA2> Event Log

4.2.10 How to set SMS alarms?

Alarm SMS to the mobile phone

Go to SERA2> GSM Communication > SMS/ DIAL

reporting

Enter your phone number

Mark alarm events

Press “Write” in the command line

(@ SERAZ [GTMT]
[2)File y Settings .3, Devices (@] Read [F5]  [F] Write [F6) W Update {Help
System Options Events Log
GSM Ci
UsersfAccess control [ ReadEvertlog || Clear Evert Log |
Inputs/Burglar Alarm Zones
Outputs (PGM) 0705 Event1:158:00:001 Time:2020-07-20 1211:35  High Temp Alarm, Sensor:001 Note: Sensort , :30.69
_ Avdomalion/Sensors 0704 Event3153:00:001 Time: 2020-07-20 120953 Low Temp Restore, Sensor001 Note: Sensort, *12.50
N _ 0703 Event:1:152:00:001 Time:2020-07-20 1208:49  Low Temp Alarm, Sensor:001 Note: Sensor1,:3.25
= i oz e T IO TR E The oo, Lo LA
0701 Event3:380:00:001 Time:2020-07.2011:45:22  Sensor Restore, No:001
0700 Event:1:531:00:001 Time 2020-07-20 11:45:21  New Mod Added, No:001 Note: 01,01 DS18620
Firmvvare 0693 Event:1:305:00:000 Time:2020-07-20 11:45:116  System Reset

Figure 45 SERA2> Event Log

If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)

(@) SERAZ [GTMI1] - =] X
[2File %y Settings o2 Devices (3] Read [FS] ] Write [F6] _ @ Update {(hHelp
- System Options_ Event Reporting/Cammunication
e SWSDIAL reporing i 0 | oS Reporting | SERA Cloud Service |
InputeBurglar ;:Zznms EME oA TR none Nonbe | Swis notifcations toUsER | Auto DIL to LSER |
Outpits (PN Tai1 + frossssanes o] Everts DEENE0EDNBEENE0ENE
AutomationsSensors T2 + |2 System Openiiose (0D 400 group T (el T
:“mstmw - 3_System Truobles(CID 300 groug) Crrirrrrrirririrr|irrr
e 4 Sensorl-Sensor32 MarmiRestore: (28 ol oo ol oo ol o
. Frmrare el + | T et Evorts (0 S0 5000 g o i
rse [ []e otmerevens ol i o
s [ | []7 metzonet samRtore ool ol ol ol ol L
8 InputiZon: rrororriorirocicrrirrir
T [ |9 ineutzones Almmestore rcrrrrrrrrrrcrrc
Telf + ED\nMﬂZDnedA\HH\RE{D‘E rcrrrerrrirrrrr|irrc

Limit o siarm caling:

fo

Figure 46 SERA2> GSM Communication> SMS DIAL Reporting

4.2.11 Burglar Alarm sensor zones wiring EOL NO NC

@
The module GTM1 has:

IN1/D1: 0-30V

101: 0-30V

102: 0-30V

103/D0 programmable selectable

103/D0: 0-30V analog input (zone or sensor)
103/D0: 0-20mA 4-20mA current loop sensor
2- wire Smoke Detector (Fire urrent loop)

I01and 102 programmable selectable input or output

Inputs can be used or use it as security system's zones with selectable type: NC/NO/EOL/EOL+TAMPER.
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L4 It is recommended to use standard motion, fire, and glass breaking sensors. For powering of sensors we recommend to use standard 6-8

wires cable for, designed for installation of security system.

INSTALLATION:

The correct wiring procedure is as follows:
- Make sure power is turned off;
- Make wiring connections to the terminals;
- Apply power.

Prepare the module GTM1:

. Insert SIM card
. Screw GSM antenna
. Connect the sensors as in the diagrams:

NC Contacts, No EOL NC, With EOL

”~ N
ANT ANT

REG T koda REG
T@@k@@a§> . ©opiko @ oATA
GTMT o GT7 R

GSM Controller GSM Controller o

NO, With EOL NC With EOL Wire Fault
Recognition
ANT uss ANT uSB
‘P card
REG
'ﬂ’@[p)ﬂ«@(d]@@ T@@k@@§> REG
DATA ] DATA []
GTM7 R GTMT -
GSM Controller GSM Controller
FNL] FN]

8
z
+12v 7
— Cable
Cable & e
g
XXX 2000
. 20000
Sensor ' Sensor Sensor E.Seﬂs.?'
Zoneinput  Com Zone input Com Zoneinput 5.6k Com Zone input 56k Com
NC I NC 5.6k I Lmj 5 6k
h N
B e AVAY o A
Tamper switch NC
NC Contacts, No EOL NC, With EOL NO, With EOL
NC With EOL Wire Fault
Recognition
PROGRAMMING:
' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)

STEP by STEP:
. Connect the module to the computer via mini USB cable
. Connect the power supply.
. Start free configuration program SERA2
You will find it in https://www.topkodas.It/ website
HELP & SUPPORT> Downloads
. If you use 101, 102, 103/DO as inputs for security system sensors
. You have to disable 101, 102, I03/D0 in Output window
. Press “Write” icon in the command line
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Figure 47 SERA2> Outputs (PGM) Figure 49 SERA2> Outputs (PGM)

Figure 48 SERA2> Outputs (PGM)

In addition: .
(@) SERAZ [GTM1]
+  If you use 103/DO as inputs for security system sensors e Devices FIRead F5)  [§]Write [F6) 8 Update {Help
. You have to set 103 Settings to 0-30V Analog Input (Zone or —

St [oomomm s franrastose i
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Figure 50 SERA2> System Options> General System Options
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Figure 51 SERA2> Inputs/ Burglar Alarm Zones

4.2.12 Fire alarm and Smoke sensors
4.2.12.1 Guidelines for Locating Smoke Detectors and CO Detectors

@
The following information is for general guidance only and it is recommended that local fire codes and regulations be consulted when locating and installing
smoke and carbon monoxide alarms.
Smoke Detectors. Research indicates that all hostile fires in homes generate smoke to a greater or lesser extent. Detectable quantities of smoke precede
detectable levels of heat in most cases. Smoke alarms should be installed outside of each sleeping area and on each level of the home.
Additional smoke alarms beyond those required for minimum protection be installed. Additional areas that should be protected include: the basement;
bedrooms, especially where smokers sleep; dining rooms; furnace and utility rooms; and any hallways not protected by the required units.
On smooth ceilings, detectors may be spaced 9.1m (30 feet) apart as a guide. Other spacing may be required depending on ceiling height, air movement,
the presence of joists, uninsulated ceilings, etc.
» Do not locate smoke detectors at the top of peaked or gabled ceilings; dead air space in these locations may prevent smoke detection.

* Avoid areas with turbulent air flow, such as near doors, fans or windows. Rapid air movement around the detector may prevent smoke from entering the
unit.

* Do not locate detectors in areas of high humidity.
Do not locate detectors in areas where the temperature rises above 38°C (100°F) or falls below 5°C (41°F).

Where required by applicable laws, codes, or standards for a specific type of occupancy, approved single- and multiple-station smoke alarms shall be
installed as follows:

1) In all sleeping rooms and guest rooms.
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2) Outside of each separate dwelling unit sleeping area, within 6.4 m (21 ft) of any door to a sleeping room, the distance measured along
a path of travel.

(3) On every level of a dwelling unit, including basements.

(4) On every level of a residential board and care occupancy (small facility), including basements and excluding crawl spaces and unfinished attics.

(5) In the living area(s) of a guest suite.

(6) In the living area(s) of a residential board and care occupancy (small facility).

CO Detectors. Carbon monoxide gas moves freely in the air. The human body is most vulnerable to the effects of CO gas during sleeping hours. For
maximum protection, a CO alarm should be located outside primary sleeping areas or on each level of your home.

The electronic sensor detects carbon monoxide, measures the concentration and sounds a loud alarm before a potentially harmful level is reached.

Do NOT place the CO alarm in the following areas:

» Where the temperature may drop below -10°C or exceed 40 °C.

* Near paint thinner fumes.

» Within 5 feet (1.5 meters) of open flame appliances such as furnaces, stoves and fireplaces.

* In exhaust streams from gas engines, vents, flues or chimneys.

* In close proximity to an automobile exhaust pipe; this will damage the detector.

Progate. Begin the installation by mounting additional modules in the cabinet using the stand-offs provided, then mount the cabinet in a dry, protected
area with access to un switched AC power. Install hardware in the sequence indicated in the following pages. Do NOT apply power until installation is
complete.

4.2.12.2 [4-Wire] Smoke detector Wiring
@

Connect the 4-wire smoke detectors and a relay as shown in the figure below. Install the 4-wire smoke detectors with 18 gauge wire. If power is

interrupted, the relay causes the control panel to transmit the Fire Loop Trouble report. To reset (unlatch), connect the smoke detector’s negative (-) to a
PGM.

' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)

The parameters of the zone should be defined as a “Fire Zone”. If a line short occurs or the smoke detector activates, whether the system is
armed or disarmed, the control panel will generate an alarm. If the line is open, the “Zone Fault” report code is sent to the monitoring station or to the user,
if programmed.

88p&p §§E .

0 G232 5 H% 0

22323cclczB2?

e aa Lo EOL
5.6k

+12% |I II

I_ MO

smoke _ /& Smoke _ /x

+

detector m detector 6}

L)

=

-

Figure 53 4-Wire Smoke Detector Installation
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" 4

. Go to SERA2> Inputs/ Burglar Alarm Zones

. Double click on the selected line [E)File Ly Settings 3 Devices [§] Read [F5] G| Write [F6] | Zone 4 Settings
. Set Zone Definition to “fire” System Options Zones
7 I _ IAC L
. Set required parameters Sow Communicatens Sefiings | Zone Name [ac Loss
«  Press “Write” in the command line ps/Buger Alarm Zones | || 20 | ZnNeme [ Zonersf AlermText ftirm 4 Text
e e [#1 Door GTM1, 103 Restore Text |Rasmrg 4 Text
- Automation/Sensors ] [#2 PR GTHI1, 102
i : Zone Hardware Location  [GTM1,IN1
~Event Summary [#3 Fire GTMI, 101 l
- Events an ) T|[# 4 ACLoss TM1, IN1 Zone Definition lm—L|
RT Testing&Monitoring = delay Entry/Exit)
- Firmware Wiring Type tolow sntarior
instant/Burglary
SELLLLEEILY 24 hours (sefe)
Zone Speed 24 hours (silent)
Event Repeat Timeout keyswitch ARMDISARM
followwinterior STAY
Max Alarm Count :?’”‘ STAlk"
power loss
Zone Alarm action: INA
Zone Opfions
Alarm report Enabled v
Restore report Enabled v
Temper Ensbled r
Biypapss Enabled v
A
- VY Shutdown if max alarm count v
8 LA Zone Force ARM v
. G%e
) ; Delay Restore Event | |
&
OK g
< |

Figure 54 Burglar Alarm Zones window

4.2.12.3 2-Wire] Smoke Detector Wiring to I/O Inputs
@

The 2-wire Smoke zone on the module is the only zone in the system that can have 2-wire smoke detectors as Fire Alarm initiating devices. This zone
is an end-of-line EOL 2.2K resistor type and can accommodate up to 30 compatible 2-wire smoke detectors. The zone is fixed as a 2-wire smoke zone.
1/0 2-wire smoke zone is trouble supervised zone. The zone wiring is supervised by the control panel.

The parameters of the zone should be defined as a “Fire Zone”. I/01 and I/02 can be defined as a 2-wire smoke detector input if a line short occurs
or the smoke detector activates, whether the system is armed or disarmed, the control panel will generate an alarm. If the line is open, the “Zone Fault”
report code is sent to the monitoring station or to the user, if programmed.

' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)

1. Connect the [2-wire] smoke detector (current sensor) to the I/O1, 1/02 inputs as in the wiring diagram.
2. Connect the power supply.
3. Install SERA2 software.
4. Connect sensors to the module as in the diagram.
5. Setrequired parameters
6. Press “Write” in the command line.
>
20
2@
+12V
ECGL
2.2k

Smoke detector Smoke detector

Figure 55 [2-Wire] Smoke Detector settings
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. If 103 will be used as fire zone

+  Goto SERA2> System Options> General System Options ® seraz [6TM1)
+  Set /03 to “2- wire Smoke Detector (fire current loop) | Fie &y Settings .2 Devices [fIRead [F5]  F]Wiite [F6] @ Update {hHelp
. Press “Write” in the command line Syste
[Generat System Cptions | System Faut/Trouties | Systeminfo |
. Go to SERA2> Outputs (PGM) s““““ pltes
« 103 should be set to “Fire Sensor” [Pt b e
|Latin (160 SMS symbols) =
(@ SERAZ [GTM1] P (5 symbols)
|FjFile Sy Settings 2 Devices [§]Read [FS]  [3]Write [F5] ) Update @yHelp = (6 symiols)
" System Options ~Outputs ~Digts =
GEM Communications 0|  Cutput Locationin Hardware | Output Lebel | Out definition —
Usersfocess control |1 e cuti ey ouTt Butemation & Access Control M
%ﬂml“’ |2 ema.ourzam otz Automation 8 Access Contral [Dstes 1904 Bus 05120040518620 .~ ]
y Py ——— |2 omion aa ouT3 atomation & Access Cortral v
Evert Summary | |4 omt 02014 ouT4
Events Log s o, 103 20me) ouTs ‘
R Testing3Montaring | |5 omhn, 1w ctoma, max volage 3.31 OUTS
Fimevare |7 lomn.epmm LEDFN Outpud State
Figure 57 SERA2> Outputs (PGM)
. Go to SERA2> Inputs/ Burglar Alarm Zones
. Set Zone Definition to “fire”
. Set the required parameters
. Press “Write” in the command line
Figure 56 SERA2> System Options> General System Options
[y Fite Sy Settings o5 Devices JRead [FS] 5] Write [FE] @l Zone 1 Settings
System Opbons Torws
G5M Commurecations Settrizs | Zore Name Frel
—— In | Inheme | Zonerea| AsmTes fAse 1 Tt
[#)1 Door GTH, 03 Restore Tead [restore 1 Text
2 Pr o, Zeew Hardhovten Locaion [GTM1, 100
43 Fre GT
4 acloss  orgl Ii’““""‘" free <1 1
Wrirs; Type E '|
Contnct D code 1o
Zorm Spoed [ooms
M Al Conrt 3
Zone Alwm action pa =]
Tone Opticess
Alsrm roport Enabied =
Festore report Enatled ~
Tampes Enabled r
Enypapss Enabied =
Srutchowen if mact sleem count W
Zore Foroe ARM =
Dielary Restoee Event r
o

Figure 58 SERA2> Inputs/ Burglar Alarm Zones

4.3 Alarms to the mobile phone & to the Central Monitoring Station

ALARMS TO THE MOBILE PHONE

GTM1 User manual V-2020-08-20

If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)

32 | Y



Goto

. . . @ sera2 (6TMI] - o x
. SERA2>GSM Communication> SMS/DIAL reporting S R I R N
. Enter Your phone number =t | e = i e
. Mark alarm events e T | SHamaiAL P o USER ok ALt VSR
/" e a s . Quputs (FEM) [t < Prossssosss ] [l Events 1f2[3fafs[e[veli[2]s[«[s]s]7]e ~
° Press “Write” in the command Ilne et Te2 + M2 System openiioss (D 400 grow: [ (elleiniiniinilniln] o iiniiaildniInil
Summary ’—/— 3 System Tructies(CI0 300 aroum) (c (oot U e (ol
iy T [« sensar (e oo o ol
Frmmare Teis ¢ (s rest Events (cO B0 reas (o (oo ot ot (ol
Tas . (e omer events Flcrrrreocfjer e cice
Teis + 7 InputiZonel AlarmRestore (S ool ol o e ol
s Flcrrrrrrfrlerrericie
L0 (e mensizones Ammiiestore (cd (SR CiCd o AR ol
T » [0 suarzenes Assemestore | (o fdmd Ll s ol
Limi of slarm daing: IW_
[V SMS forwarding to Tel1
¥ Show Otiect Name
[V Show ZoneiUser Number
7 Show Event Tine o
" ¥ Show CID Code < >
Figure 59 SERA2> GSM Communication> SMS DIAL Reporting
© sera (6T @ seRa2 16TMT) -
[J)File Ry Settings 3 Devices [F]Read [FS]  F]Write[F6] @ Update {Help [B)File &y Settings .2 Devices [§]Read [FS) ] Write[F6] @ Update {hHelp
- System Options Event Reporting/Communcstion  SremOpbns  [Evert Repoiingommumicatior
mmmmm|mm%rmsﬁwm|mmm| —
ok G SMSIDIAL reporting | Custom SMS Text | GPRSAP/TCRAIDR | CMS Rej SERA Cloue Ser
Tm— ST ! !
Oupits (PGM) | GPRS settings: s Burglr Alam Zones. |[ =L PR—— )
AutomationiSensors ey -Outpids (PGH)
Event Summary i AutamstionfSensors SIAP Standaret [ANSUSIADC-09-2013 -
Everts Log Login: Evert Summary P or Domain Encryption AES1 25 r
RT TestingdMonitoring passwore: | Events Log
Firmware et FFF R ::;rmmm Remote Port Key 32 char (Hex) 0123456769 ABCDEF 01 2345678 9ABCTEF
oNs2 F R P ~Backup Account Number (Hexy  [12345%
0 Account Prefix (Hex) 783ABC
Recelver Nunber (Hexy  [57950F

SipervisonMessage. [~ [60 ¢
‘| Use Time Stamp: V

Figure 61 SERA2> GSM Communication>GPRS/IP/TCP/UDP

Settings

TCP -

Transport Protocol:
Backup reparting after E Aliompks

Return To Primery After: FU min

Figure 60 SERA2> GSM Communication> CMS Reporting

4.4 Test the security system

Goto ® sRaz 6ThY) - 0
. SERA2> RT Testing & Monitoring > Hardware [BFile €y Settings B Devices [§]Resd (F5) [ Write F6) ) Update Gy Help
«“, H . ” - System Options. | Mond, window
. Press “Start Monitoring” button GSM Communications | | |

Usersimcosss control
[ puts (ADC velues) Outputs
z:f;z:flamlm %Jaam Mantoring | Stop Monitoring ‘ I~ ourt QUTH Onidtt
:::ﬁm\ﬁms "ir va I~ ourz OUT2 OniOfi.
unmary =
o1 riss” ires v 7 puns ot  wionorr |
(3 SERAZ[GTMI) e E:ﬂ“:j‘m“m o2 [z ez v 7 o I ko2 io2 onort
E
r T - -~ . " o o 103 [20 19 v [ Pullp 183 A1 ma 2
[E)File ¥y Settings 2, Devices Read [F5]  [§] Write [F6] /) Update @_ s [ ENNNNNENEN 5 ’% Ev th o3 osonort |
;System Options ot are o mw 1 1103 Pullp Onioft P wio el
i -GS Communications S::urﬂy Alarm Panelf&ccess I SensorsiAutoms SWIS Service Centro Addross
i Usersifccess cortrol = [roesssaris' s 1 (1ire Bus, Dighal 10)
Inputs/Burglar Alarm Zones %-% Start Monitoring | System Status :
L Cutputs (PGM)
- AutomationiSensors [~GSMinfo Systemvatage:  [i343 izt v
Event Summary IMEI; System otage v
) RTC Clock -
SIMICCID: Module Real Time Clock: (&) Set RTC Clock
SMcard: 20200724 08:16:03,Friday
Siomelleuet ||
Figure 63 SERA2> RT Testing & Monitoring> Hardware Figure 62 SERA2> RT Testing & Monitoring> Hardware

. Go to SERA2> RT Testing & Monitoring > Security Alarm Panel/Access
. You will see the real time status
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@ straz (GTM1)

System Options
GSM Communications
~-Users/Access control
Irputs/Burgiar Alarm Zones
Outputs (PGM)
~ AutomationfSensors
Event Summary

File Q\Setﬁngs oy Devices aﬂud [F5)

Write [F6] , Update ‘ Help

{

Sensors/Automation | Evert Montoring |

ity Alarm Panel Mondoring

=y .
systenstate [
-:-:‘ osaw | aw | sew | swe |
_— :‘ System Votage F m
RTC Clock 2 |
T . | || Modute Real Time Clock: !‘asumcaocq
| 2020.07.24 08:43:36, Friday

cess Controb
Buf100 Readd
Incoming Call
Wiegand RFID CardiKey

[poceooooon0
Frossssomad—"
[pocoooooce

Figure 64 SERA2> RT Testing & Monitoring> Security Alarm Panel/ Access

4.5 Event Monitoring

Goto

. SERA2> RT Testing & Monitoring> Event Monitoring
. You will see real time events list

(8) SERA2 [GTM1)

System Options

GSM Communications
UsersiAccess control
InputsBurglar Alarm Zones
Outputs (PGM)
Automation/Sensors

Event Summary

Everts Log
[T Tesingviarizrg ]

Firmware

|| File % Settings g, Devices 3] Read [F5]

Monitoring window

%] Wite [Fé]

@ Update (@ Help

mawue|5mnymwm|5mmmmm|&mmm I

Event:3:301:01:004
Event:1:301:01:004
Event:3:301:01:004
Event:1:301:01:004
Event:3:407.01:001
Event:1:407.01:001
Event:1:380:00:001
Event:1:305:00:000
Event:1:627:00:000
Event:1:380:00:001
Event:1:305.00:000
Event:1:627.00:000
Event:1:380:00:001
Event:3:301:01:004
Event:1:301:01:004
Event:3:301:01:004

Time:2020-07-24 08:43:46  AC Restore

Time:2020-07-24 05:43:41  AC Loss

Time:2020-07-24 08:43:38  AC Restore

Time:2020-07-24 08:43.36  AC Loss

Time:2020-07-24 08:43.23  Remote Close, User.001, Name:Master
Time:2020-07-24 08:43.:06  Remote Open, User.001, Name:Master
Time:2020-07-24 08:35:52  Sensor Trouble, No:001
Time:2020-07-24 08:33:57  System Reset

Time: 2020-07-24 08:33:51  Program mode entry

Time:2020-07-24 08:23:43  Sensor Trouble, No:001

Time: 2020-07-24 08:21:48  System Reset

Time: 2020-07-24 08:21:42  Program mode ertry

Time:2020.07-24 08:20:43  Sensor Trouble, No:001
Time:2020-07-24 08:20:21  AC Restore

Time:2020-07-24 08:20:20  AC Loss

Time: 2020-07-24 08:20:14

Figure 65 SERA2> RT Testing & Monitoring> Event Monitoring

4.6 Read events log

Goto

. SERA2> Events Log
. Press “Read Event Log” button

(@) SERA2 [GTM1]

([BFile 8 Settings 3 Devices [5] Read [F5]

[ write [F6]

Systemn Options. Everts Log:
-GSM Comimunicstions
Usersiacoess control

Read Event Log |

Clear Event Log |

Inputs/Burglor Alarm Zones

AC Restore

B Updste Gy Help

Outparts (PGM)
Automation/Sensors

Event wﬁ

Firmware

Figure 66 SERA2> Events Log
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(@) SERAZ[GTM1)
[FJFile LY Settings o, Devices [§] Read [F5] ] Write [F6] 8 Update @H:Ip
System Options rEverts Log:
+ GSM Communications e
-Ussrelbcoass control | Read Event Log ] Clear Event Log |
InputsBurglar Alarm Zones
789 Event:3:301:01:004 Time: 2020-07-24 08:43.46  AC Restore
0788 Event:1:301:01:004 Time: 2020-07-24 08:43:41 ACLoss
0787 Event 3:301:01:004 Time 2020.07.24 08:4338  AC Restore
0786 Event1,301:01:004 Time:2020-07-24 08:43.36 ACLoss
0785 Event. 3:407:01:001 Time:2020-07-24 08:43:23 Remote Close, User:001, Name: Master
0784 Event1:407.01:001 Time:2020-07-24 08:43.068  Remote Open, User.001, Name: Master

783 Event1:380:00:001
782 Event 1:305:00:000

Figure 67 SERA2> Events Log

Time: 2020.07-24 08:35:52
Time: 2020-07-24 08:33:57

Sensor Trouble, Na:001
System Reset
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4.7 Outputs
'a,,o (53
The output toggles to its set up state when a specific event has occurred in the system. The output can be used to open/ close garage doors,

activate lights, heating, watering and much more.

L4 Each output has a name that can be customized by the user. Typically, the name specifies a device type connected to a determined
1 output, for Example: Lights

If the output is not in used, it must be disabled. Once the output is disabled, it can no longer be turned ON or OFF unless it is
enabled again.

It is possible to instantly turn ON an individual output for a determined time period and automatically turn it OFF when the time period
expires.

[

4.7.1 Output PGM wiring. Bell, Relay, Led Wiring

Output switch to ground when activated from the module. Connect the positive side of the device to be activated to the VD+ terminal. Connect the negative
terminal to the selected output.

1. Connect devices to the selected outputs as shown in the figures below. For sound signaling we recommend to use siren DC 12V up to 1500mA.
It is recommended to connect the siren to the system by using 2 x 0,75 sq. mm double insulation cable. Auxiliary BUZZER is recommended to
be installed inside the premises not far from the entrance. Buzzer operates together with the main siren also when the system starts calculating
the time to leave the premises and the time till alarm response of the security system after entering the premises (see clause 7.1). It is possible
to use buzzer of hit point PB12N23P12Q or similar modified piezoelectric 12V DC, 150mA max Buzzer,

Output mode: timer, steady, pulse count.
The output action can automatically switch ON

) (o, ! - — or OFF under the following conditions:
CATE S b WS m e - System armed or disarmed, -
2 85 (S]] - Alarm begins or stops, -
[N =1 bl [=]y=] - + ™ g ps,
cob535 538z o =3 g 3 ExE 5 - Temperature falls below the set MIN value,
% 5 % % % %20 e % o & 3 5 % a % e o - Temperature rises above the set MAX value,
- Zone violated, Zone restored.
E‘ o, 3 The user can also set a custom text, which will be
S5 g 2 : 5 T sent by SMS text message to user phone number when the
m |m s —G 3 : " automatic PGM output action is carried out.
¢ | o
= :

Figure 68 Bell, buzzer connection to 1/01, 1/02 Figure 69 Relay connection to, 1/01, 1/02

' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)

, . (@ SERAZ [GTMI] - O
Set output’s parameters step by step: )
(3 Fite ‘*S—emngs i Devices ] Read [F5] ] Write [F6) I Update @H:lp
1. GotoSERA2 > Outputs Systom Ortions Sutmte
2. Enter the required parameters. GSM Communications 10| Output Location in Harchware | Output Label | Out defintion No | Mode [Timer [invert [ Puisating | ON Time [ OFF Time [ Count | input |
. ) . UsersiAccess control ¥ e, ouTt (1A ouT1 omtion & Access Cortrol v| NiA | Steady 105 | | [ 100ms | 100ms NIk
3. If the OUtpUt is not in used, it ' 2 GTMI, OUT2 (14) our2 [prsatie WA | Steady | 10s | [ r 100ms | 100ms | 0 HA
should be disabled o 3|61, 101 (1) out3 ez MA | Stesdy 10s [ [ 100ms | 100ms | 0 | wm
“ ] Event Sunmary 4 GTM1, 102 (14) outa Flash WA | Stesdy | 10s [ 100ms | 100ms | 0 WA
4. Press erte icon. Everts Log 5 GTM, 103 (20ma) ouTS :VSIE"TS‘:'; NiA Steady s [ r 100ms 100ms 0 WA
RT Testing&Monitoring 1 eady To ARM
T [ & o, 1w (10ma, iex Voltage 3:3v1 OUTE Py T — N4 | Steady | 105 [ | [ 100ms  100ms 0 WA
7 GTM1,LEDFN LED FN AC OK 1 Steady 105 [ T 100ms  100ms | 0 WA
- Battery OK

System Armed Status
Alarm Incication

Lost Primary Chanel
Lost Secordary Chanel
Fire Sensor

RH Sensor Trouble
Access Ganed

STAY Armed Status
SLEEP Armed Status
Pulse On ARM /DISARM
Output State:

|Zene oK

Figure 700utputs (PGM) window
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4.7.2 Control Outputs via SMS

Activate or deactivate selected output N.

021= command code (Activate or deactivate selected output N)
N = output number

ST= output mode: 0 — deactivated output, 1- activated output

[USER123456_021_N#ST]|

4.7.3 Control Outputs via short call, iButton, RFID

4.7.4 Control Outputs via app

4.7.5 Output programming

' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)

Quick start outputs

Install SERA2 software. For more information look at SERA2 Uploading/Downloading Software
Connect the module to the computer via mini USB cable.

Go to Outputs (PGM) window in the SERA2 software

Parameters of the selected output should be set:

Eal o

output operation description (OUT definition): disable, bell, buzzer, flash, system state, ready, automation/ CTRL, AC OK, battery OK, ARM/ DISARM,
alarm indication, lost primary channel, lost secondary channel, fire sensor, RH sensor trouble.

5.  State type: flash, timer, steady mode.
6. If necessary output operation might be inverted.
7. Write configuration by pressing write icon

(8) SERAZ [GTM1] l - m]

[Z)File £y Settings 2, Devices 3] Read [FS]  [§] Write [F6] i Update () Help
System Options Outputs

GSM Communications D|  Output LocationinHardware | Output Label | Out defintion No | Mode | Timer [invert | Puisating | onTime | oFF Time | count | input |
Users/Access control

|4

1 GTM1,0UT1 (1A) ouT1 :omation & Access Control v | N/A Steady 10s [ ] 100ms 100ms
100ms 100ms
100ms 100ms
100ms
100ms 100ms
100ms 100ms
100ms 100ms

A
N/A
N/A
/A
/A
N/A
A

GTM1, OUT2 (1A4) ouT2 Disable N/A Steady 10s
Bell
GTM1, 101 (1A) ouT3 Buzzer /& Steady  10s

GTM1,102 (1A4) ouT4 Flash N/A | Steady  10s

GTM1, 103 (20mA) ouTS System State NIA Steady 10s
Ready To ARM

GTMI, 1W (10mA, Max Vottage 3.3V1 OUTE Py v——— N/A | Steady | 10s
GTM1, LED FN LEDFN AC OK 1 Steady  10s

~ N e wN
(| e [ (i |
i (i i (A | A
0O 0o o0o0 oo

System Armed Status
Alarm Indication

Lost Primary Chanel
Lost Secondary Chanel
Fire Sensor

RH Sensor Trouble
Access Gained

STAY Armed Status
SLEEP Armed Status
Pulse On ARM / DISARM
Output State

Zone OK

Figure 71 Outputs (PGM) window
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Output ON

Outputs can be set as timers.

1.  When output is activated for “Out
Timer” time interval,
2. Relay contact start changing state

Output state

Pulse time ON

Output OFF

Pulse time ON

from ON (pulse time ON) to OFF
(Pulse time Off)

3. This cycle will repeat until output is
deactivated.

Output signal

Bell: Output for connection of audible sounder (siren). After the alarm
system actuation a continuous or pulse (fire) signal is generated.

Pulse time OFF Pulse time OFF

ARM/DISARM: Output for connection of light indicator of the alarm
system status. When the alarm system is on a continuous signal is

Alarm generated.
ARM DISARM
OFF Open | Open
OFF ———
Bell Bell time
< > ARM/DISARM
ON
ON Close

Buzzer: Output for connection of audio indicator. After the alarm system
activated a pulse signal is generated within Exit Delay time, and continuous
signal - within Entry Delay time or when the alarm system is disturbed.
When the alarm system is turned off, operates like keyboard buzzer.

Command - ARM

Command - DISARM

Flash: Output for connection of light indicator. When the alarm system
is on, a continuous signals generated, and if the alarm system is
disturbed - pulse signal. Signal is terminated by turning off the alarm
system.

Command - ARM Alarm

Open
Open Close __Open ,
OFF OFF
Buzzer Flash
ON ON Close
Exit Delay Entry Delay
Remote Control: Output designed for connection of electrical devices Remote Control b) control by phone call
which will be controlled by SMS message or phone call a) control by SMS
message Dial
SMS OFF—
OFF — Remote Control
Remote Control Pulse
Pulse ON
ON
Dial 1 Dial 2
SMS 1 SMS 2 OFF—Y
OFF—] Remote Control
Remote Control Level
Level ON
ON

System State: Output for connection of light indicator of the alarm system
status. Within Exit Delay time a pulse signal is generated, and when the
alarm system activated — continuous. Signal is terminated by turning off the
alarm system.

Open Open

AC OK: Output for connection of indicator about control panel supply
from alternating current

AC OK AC OK

OFF

OFF

System State

ON Close
Exit Delay

Ready: Output for connection of light indicator of input statuses. If all zones
are clear (none violated), a continuous signal is generated.
OFF_Zone Fault

AC OK
AC Lost

ON

Battery OK: Output for connection of indicator about control panel supply
from battery.

Battery OK Battery OK

Ready

ON Zone OK

Alarm indication: Output for connection of light indicator showing alarm
status of the alarm system. After the alarm system actuation a continuous
signal is generated.

GTM1 User manual V-2020-08-20

OFF

Battery OK

ON Battery Lost

Lost Primary Channel: Output where a continuous signal is generated
when communication with primary channel was lost.
Lost Primary Channel Restore Primary Channel

OFF

Lost Primary
Channel

ON
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Alarm
Open
OFF

Alarm Indication

ON Close

Open

Bell Time

Fire Sensor Reset: Output for reset of fire sensor

changes 5 sec. and returns to the initial one.
Fire Sensor Reset

operation. Its status Lost

Secondary Channel:

Restore Primary Channel

Output where a continuous signal is
generated when communication with secondary channel was lost.

Lost Secondary Channel
oFF { OFF
) Lost Secondary
Fire Sensor Channel
Reset
oN ON
5 seconds
4.7.6 Access control output with logging
' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)
Access Control:
. Go to SERA2> Users/ Access Control> Users (&) SERA2 [6TM1]
. Enter your phone number )File &Y Settings 3, Devices ] Read [F5] (3] Write [F6] il Update {yHelp

System Options Remate Cortrol Users table:
. Mark ARM/DISARM Summntﬁﬂ; [F5] Access stekes | ks |
i —
. (ARM/DISARM the system via free short call) . a|
. Press “Write” Outpuds (PGM) E User Name User Tel Button Code RFID Keycard | KeybCode | out | armoisarm |
AutomationiSensors ([ 001 B master 000000000000 | 0000000000 OUT1 ~ 0
E"z 5:_'"""’” [ | 002 T username2 000000000000 0000000000 NONE T
R‘;IEL,"::MN_W | 003 T username 3 + 000000000000 0000000000 NONE r M
Frmware [ 004 T user Name 4 + 000000000000 | 0000000000 NONE r M
Figure 72 SERA2> Users/ Access Control> Users
Itis possible to set: temporary access and access schedules
@ seraz (6TM1) - D
fFile &) Settings .3 Devices JRead(FS] 5] Weite [F6) o Update i Help
Sirstern Opores feemate Control Liser s table

- il Userg Am:!mlmrl‘

e s ‘.| Temrgunany accass DateTrme wdw Accass schadues Counter
Outputs (POM) o [e] User s BumonCode | RFD Keycard | Keyd Code En SiariDate Bprmontate |1 [2[3]afsTel7ou] ¢ Jof
WaorSanmen M 001 Master 000000000000 0000000000 s OUTY [ N ey e, rrrrrr—¢oo
m”’“‘“ :unz ™ User Name 2 . 000000000000 000000000 2000620900 1849 ;oenlfws CCCCCrrr 0 X
ﬁ”.;wa o [ ] oo ™ Wser Name 3 . OO0000000000 0000000000 NONE r M 200620053 1w 2omosnigess CCCCCrrroo O
Frrtwers 004 [ Uste Nerte 4 . 000000000000 CXN0000000 NONE r rxom2filwe xom2ifwe CCCCCCCC oo XO

.'W‘ 0 =t "t rrrr—rrr—rnng

Figure 73 SERA2> Users/ Access Control> Users

Set output definition to [Access Gained] . Sera2>Outputs
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(@) SERA2
File Settings Dewvices '_ZﬂRead[FS] }erite[Fﬁ] # Update About..

- System Options Outputs
- GSM Communications 0|  Output Location in Hardware Output Label || Out defintion Mode | Out Timer | invert | Pulsating | Pulse oN Time | Pulse OFF Time
- Usersificoess control X1 ™M1, RELAY ouT1 sccess Ganed|  v|  Steady 10s [ - 100ms 100ms
~ Burglar Alarm Zones = -
| Outputs (PGM) 2 GTMI, LO1(14) ouTz Disable Bachy 10s [ r 100ms 100ms
i T Bell
AutomationSensors | |3 oM, 1o2(14) ouT3 Buzzer =acdy 10s [ r 100ms 100ms
- Event Summary 4 GTM1, D1 10maA, Max Voltage 3.3v11 OUT4 Flash eacly 10s [ - 100ms 100ms
-~ Events Log System State
- RT Testing&Monitoring Reacy
L. Firmware Automation & Access Contrg

AC OK

Battery OK

ARMDISARM

Alarm Indication

Lozt Primary Chanel

Lost Secondary Chanel

Fire Sensor

Figure 740utputs (PGM) window

This output could be controlled as fallowing:
- If the user has right to ARM/DISARM system, it always has access to this output.
- If the user has not the right to ARM/DISARM the system (field near ARM/DISARM is not marked (Sera2> User/ Access control)), the
user can access this output only if system is Disarmed.

(8) sEra2 -
File Settings Devices [F] Read [F5) [§] Write [F6]  # Update About..
System Options Remate Control Users table
GSM Communications Temporary access DateTime window l
10 [En] User Name Type User Tel iButton Code RFID Keycard | KeybCode | OUT | ARMIDISARM |Date En| Start Date Expiration Date |
Otz POM) CORie== = . 000000000000 | 0000000000 NONE ~ [ 2018.-07-09 17.02:21 2019.07-0317:0221
Automation/Sensors 2 [ User . 000000000000 | 0000000000 NONE r r 2019-07-09 17.02:21 2019-07-0817.0221
Event Summary HERL= User . D000000ODOOD | 00DOODOQOO NONE r r 2019-07-0917.0221 2019-07-0917:0221
Events Log a llear - ANONNNNNNNNA ANNNNANNNN KON r (] 2MaNT NaaATN»M NMQ A7 NQ 4T

Figure 75User/ Access control window

- If access is granted by user, 421 event Access granted is stored into the log. If not Access denied event 422 is stored to the log (Sera2>
Events Log)
- if output will have definition [Automation / CTRL] it also can be controlled by user in any way but it will not generate 421 and 422 events

Event log e.g.

1853 Event:1234:1:401:01:001 Time:2017-08-20 14:42:36  Note: , Open by User, User:001, Name:Master
1852 Event:1234:1:422:00:001 Time:2017-08-20 14:41:41 Note: , Access Gained by, User:001, Name:Master
1851 Event:1234:1:406:01:001 Time:2017-08-20 14:41:27  Note: , Cancel, User:001, Name:Master

! Qutputs can be controlled in “Automation & Access control”, “Access Gained” modes.

8. If you need to control outputs by short call or SMS, go to Sera2> Users/ Access control window and enter phone numbers of users, who will be
able to control selected outputs via free short call.

@) seraz
File Settings Devices [§]Read [F5]  [§]'Write [F6]  # Update About..
System Options fiemote Control Users table
GSM Communications | Temparary access DatelTime window |
HE User Name | Type User Tel. ButtonCode | RFDMKeycard | KeybCode | OUT | ARMDISARM [Date En| Start Date | ExpirationDate |
Outpits (PGM) 17 User 000000000000 | 0000000000 NONE o T 201907-0917:0221 2019-07.09 17:02.21
AtomationiSensors | |1® r User - 000000000000 0000000000 NONE r r 2019-07-09 17:02.21 2019-07-08 17:02:21

Figure 76Users/ Access control window

9. Write configuration by pressing write icon
. In order to control big power alternating current equipment, it is comfortable to use solid state relays.

Refer to: Error! Reference source not found.
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4.8 Access control. Arming/Disarming methods

g,

@

Arming process:

. If

o If unready (violated zone/tamper is present), the system will not arm and provide a list of violated zones/tampers by SMS text message
to user phone number. In such case the user must restore all violated zones and tampers before arming the system. Alternatively, the
violated zones can be bypassed, disabled or a Force attribute enabled, and the tampers can be disabled when arming. The system initiates

ready (no violated zone/tamper), the system will arm.

the exit delay countdown intended for the user to leave the secured area.

The alarm will be caused even if a tamper is violated while the system is disarmed

Due to security reasons it is highly recommended to restore the violated zone/tamper before arming the system.

Access control methods is defined in Sera2> User/ Access control window

A} SERAZ

File Settings Devices ﬁRead[FS] EWrit‘e[FG] @ Update About..

System Options

GSM Communications. ‘ Temporary access Date/Time window

D [En| User Name Type User Tel Button Code RFID Keyeard | Keyb Code | OUT | ARMDISARM [Date En| Stert Date | Ecpratonpae |
Cutpus (PGM) 7 T User i 000000000000 | 00DDO0Q0OO NONE r I 2019.07-0917.0221 2013-07-08 17.0221
AutomationfSensors [EIL Tser . 000000000000 | 0000000000 TNONE T T Z015-07-08 170221 Z015-07-08 170221

Remote Control Users table

Figure 77Users/ Access control window

Arm/Disarm by mobile, web app

Status:DISARM

E @ Tap the ARM, ARM (Stay), ARM (Sleep), DISARM in the mobile, web app> System window
ARM

ARM (Stay)
ARM (Sleep)
@ DISARM

Arm/Disarm by call

Itis possible to arm, disarm the system and turn OFF the alarm by dialing the system'‘s phone number from any of 800 available user phone
numbers The system ignores any incoming calls from a non-listed phone number .The phone call is free of charge as
the system rejects it and carries out arming/disarming procedure afterwards. If there is more than one listed user dialing to the system at
the same time, the system will accept the incoming call from the user who was the first to dial while other user (-s) will be ignored. To
disable/enable arming or disarming for certain listed user phone numbers, please mark near ARM/DISARM in the “Users & Remote control”
window

5 SERAZ - C
File Settings Devices []Read [F5] [ Write [F6] @ Update  About.. 1. Enter phone number
System Options Remate Control Lsers table 2-Select the output for remote control via mobile
.. GSM Communicstions 3. Mark if itis needed to control the outpu ied date and time e o e |
Loersihcoess ':I:Tmm‘ d oo [Tl User Name [ e [ ¥ usertal [ ButonCode | RFIDKeycard | Key Code | OUT | ARMIDISARM | MIC |Daie En] Start Dale Expration Date___|
Otpits (PG {1 [ waster User D) DAODDDDITD22 | 0000000000 ouTt " T | I 2019-0225162636 | 2019-02-2516.24:26
- utomation/Sensors T2 @ zivie User +a7 000000000000 | 0000000000 - | T 2M8022516:2625 | 2019-02-2516:24:26

Figure 78 ARM/ BISARM by call settings

Arm/Disarm via SMS

Enter user phone number in the Sera2> Users/ Access control list

The system rejects the SMS text messages containing wrong SMS password even from a listed user phone number. To
arm the system by SMS text message, send the following text to the system‘s phone number [USER 123456_030_ST|

030= command code (Change security system’s mode (ARM/DISARM/STAY/SLEEP)
ST = Security system mode 0-DISARM, 1-ARM ,2-STAY ,3-SLEEP

Arm/Disarm by keypad
To arm/ disarm the system by Wiegand Keypad, enter User/Master Code
To cancel the arming process: Enter the user/master code again during exit delay countdown.
Disarming the System and Turning OFF the Alarm To disarm and turn OFF the alarm, enter any out of available user codes or master code
using the number keys on the keypad.

@) SERAZ —
File Settings Devices [ Read [F5] ] white [F6] @ Update  Sbout..,

System Options Femote Contral Users table 2-Sefectthe-ottputfor remote-controt-viake: srcode:

GSM Communications 3. Mark if it is needed to control the output v ed date and time Temparary access Date/Tims window ‘
Dnes o [En] User Hame [ e | UserTeb— | ButtonCode | RFIDKeycard | keyd Code | oUT | aRMDSARM | e [Date En| Start Date Expiration Date |

Outputs (POM) L[t [ mester User +370 040000057T TOODOOOOOD | oUT1 3 r| - 2019-02-25 16:24:26 2019-02-25 16:24:28

Sutomation/Sensars Iz W zivie User +370 000000000000 0000000000 TE ~| r r | - 2019-02-25 16:24:26 2019-02-25 16:24:26

Figure 79 ARM/D_ISAT?M by keypad settings

Arm/Disarm by iButton key
To arm or disarm the system and turn OFF the alarm, touch the iButton key reader by any of 800 available iButton keys. When the iButton
is touched to the iButton key reader for arming/ disarming, the system will proceed arming/ disarming process.
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A} SERAZ
File Settings Devices [3|Read [F5]  [&] Write [F6] @ Update  About..

2r [Button code. iButtons r

e output for remote ©

Remate Control Users table 7 f
3. Mark if it is needed to control the

System Options
time — Temporary access Date/Time window:

- GEM Communications.

iButton Code RFID Reycar out | ARmDiSARM | mic [Dete En| Start Date Expiration Date
2019-02-25 16:24:26

Usersisccess control

I T —— |
npLtsBurglar Blarm Zones

- CUtpts (POM) If1 ¥ master User ™~ 000000FBICS 28| 0000000000 = ouT1 3 - 2019-02-25 16:24:26
Automation/Sensors 2 [ zivile User 000000000000 0000000000 ouT2 r r - 2019-02-25 16:24:26 2019-02-25 16:24:26

Figure 80 ARM/DISARM by iButton code settings

3\\ Arm/Disarm by RFID key card, keyfob
To arm/ disarm the system with RFID keycard, touch 1 of 800 RFID keycard to the Wiegand keypad. When the RFID keycard is touched

to the reader for arming/ disarming, the system will proceed arming/ disarming process.

Refer to: Error! Reference source not found. And
Refer to: Error! Reference source not found.
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4.8.1 Wiegand Keypad & RFID Card Reader, iButton Probe Wiring & Programming

. @

Wiegand keypad specifications:

26bit Wiegand (Default);
8bit key press code

oamt
WIECAND

—_—
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—_—
=
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838t &g 85x
< aozolecezio=z?®
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o = |m
DEHQD
BoZ]
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Figure 81 Wiegand keypad wiring

Maxim-Dallas iButton keys (iButton DS1990A — 64 Bit ID)) can be used to ARM/DISARM security
panel or control selected output. Up to 800 iButton keys can be assigned to the system.
The First iButton key may be learned (recorded) by touching it to the reader. Without the need to send
any SMS. The system will notify about successfully recording of the key into memory by shortly beeping
twice via buzzer. The system will automatically assigns control function (ARM/DISARM).
The first key is the main key (MASTER) The total length of the bus from 10 to 100 m. Depending of
cable quality, and environment noise. If LED is without resistor. External 4.7k — 10k resistor required.

Topkodadd e

GCTM17

GSAY Controtier

Red

iButton probe

orange

T
gﬂ
+12v
Orrange

4,7K - 10k

System state Figure 83 iButton probe connection

Figure 82iButton probe connecting diagram

(@) SERAZ2 [GTM1] — ] X
[5)File £y Settings o2 Devices & Read [FS]  [§] Write [F6] @ Update () Help
System Options Outputs T
GSM Communications 0|  Output Locationin Hardware | OutputLabel | Out definttion | Mo | mode [Timer [invert | puisating | oN Time [oFF Time A
Usstspcaees sl 1 GTM1,0UT1 (14) ouT1 Automation & Access Contral | Ni& | Steady | 10s | | r 100ms  100ms
_ e | et 12 o our2(1a) out2 Automation & Access Cortrol | N/A | Steady  10s | [ O 100ms  100ms
N T T I§3 GTM1,101 (14) Jours System State| v| Nia | Steady | 10s [ I 100ms  100ms
Event Summary 4 GTM1,102(14) ouT4 Disable NiA Steady 10s [ - 100ms 100ms
Events Log 5 GTMI, 103 (20mA) ouTs e NA | Steady | 10s [ ([ 1o00ms | 100ms
g’ Testing&Monitoring 6 GTM1, 1W (10mé, Max Yoltage 3.3V! OUTE ash Ni& | Steady | 10s [ m 100ms  100ms
b 7 GTM1,LEDFN LEDFN System Stee 1 Steady | 10s | [ m 100ms  100ms
- Ready To AR
Automation & Access Control
AC OK
Battery OK
System Armed Status
Alarm Indication
Lost Primary Chanel
Lost Secondary Chanel
Fire Sensor
RH Sensor Trouble
Access Gained
STAY Armed Status
SLEEP Armed Status
Pulse On ARM / DISARM
Output State
Zone OK
Figure 84 SERA2> Outputs (PGM)
' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)
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Wiegand keypad programming

Go to SERA2> System Options> General System Options
Press “Start iButton/ RFID/Phone programming mode

(&) SERA2 [GTMY]
(%) File & Settings 3, Devices ] Read [FS] ] Write [F6] B Updete {hHelp
o

e
Com COMMUnICEtons General System Options | System Faut Trousies | Systeminio |

User
nputsBurglar Alsam Zones | | Y OFons
Outputs (PGH) Object Mame: [obiect Hame
AutoimationSensors
Event N SMISTAFP Texd Charsel Lotin (160 S5 symbols) =
Everts Log SiM Card PR ’—
RT TestingShiont:
i b Instaber Password: — (B symbois)
SMS User Password. [ (6 symbols)
User Access Code Format: 4 - Digitz -
Keyswitch Zone Mode: Puise/Edge ~
W (1 Wlre Bus) paites 104re Bus DS199040S18620.,.  ~|
103 Settings [24re Smoke Detector (Fire currertoop) = |
Clear Everts Buter after reset 15
Door Chime ~
Bell Squawk on ARMDISARM r
Auto - reARM r

| stetiutionRrmnone programming mode | Stop programming

Faset Devics

USE | Connected

GTM1_042007241441

Figure 85 SERA2> System Options> General System Options

iButton probe programming

Go to SERA2> System Options> General System Options
Set 1W (1- Wire Bus) to Dallas 1-Wire Bus DS1990A/ DS18b20
Press “Write” in the command line

(@ sera2 |GTMT) - o x
3l Semings 2 Deices 3 Rend [F5] (] Wite[F6) o Updne @ Help
System Options System
o e Gpwors: | Systemta |
orsiAccess
InputasBurgar Alarm Zones | | SYoLEM Oplions: System Tiners
Outonts (M) bt [oevect e Test T 5% them
AuioestieTanears SMEAPP Text Charset |Latir (160 SMS syTTio0es) - Test Period: F W -
Everts Loy Scond P Entry Doty fs s
RT Testrgimontonng
e tate Passwce: & symecis) a1 Cetay I
SMS User Password [ (6 3ymiis) BelSien Cut-otf Tenar 120 3
User Access Gode Fomnat
Kéyswtch Tonk Mode
| |
103 Sefings

Clear Events Bufer after reset

5ot Mok Tina o PC.

Fead Moskde Trme

PC tme:
Panel Time:

2020-08-13 16:44:57 Thursday
2020-08-13 164455 Thursday

UsB | Connected GTM1_D42007241441

Figure 87 SERA2> System Options> General System Options

L6295 03BA098H1 | SN00000004

Go to SERA2> System Options> General System Options
Press “Start iButton/ RFID/Phone programming mode”

@ strag (6TM1) - o x
3 Fie S Setings 2 Devces [J|Read [FS]  [3]Wite [F6] i Updste {yHelp

[ormmomns | S
il i I P

Usersiaccess contrel

‘Alarm Zones it “Sytenm Tiners
Go to SERA2> Users/ Access control ciroon || oo P | e 5% rmmm
S LT T I |
Touch RFID cards to the reader Emt ey e = o —.
Go to SERA2> System Options> General System Options e 7| | b e =" eom et vy P,
« . ”» SV Liser Posswort ] BebSrenCutoti Tmer: 10 s
Press “Stop Programming” button S hcoeacrroas:  [r-Oum = T 2o |
Keyswitch Zone Mode: efdge - Darylght g time: ~
v [T ]
13 Settrgs |24 Sincis Datector (Fire curmant lodg) | CIotk §yCIvOniZabon Joud Server -
Start iIButtonvRFIDPHhone programming mode Stop pr bR
Bl Sk on ARMOISARM. r
ﬁ i - Setbde g vome | Fesae Tme |
it BltoruRADFTEN® progrisieang modk || Siop progaming PC time: 2020-08-13 16:45.29.Thursday
(@) stRaz [GTMI) u X Phoaet Devica Panel Time: 2020-08-13 16:45:27 Thursday
[FFile D Settings ZDevices [f|Read (5] 5 Wrice[F5] i Update Gy Help
E fencle Control Users tacle
Vst s Sreuies | Hodays |
a] USB Connected GTM D078 IMELEES395028908891 | SH:00000001
A —— o I S [ T Figure 88 SERA2> System Options> General System Options
= X2 P LserName 2 * 00000000000C 0012611250 HONE F C|:
e | oy et : prasciecsl (et o
e a5 [T User wames 0 00000000020 0000000000 WINE r I~

Figure 86 SERA2> Users/ Access Control> Users

Go to SERA2> RT Testing & Monitoring> Hardware

Press “Start Monitoring” button

Go to SERA2> RT Testing & Monitoring> Security Alarm Panel/
Access

You will see real time system status

Go to SERA2> Users/ Access control
Touch iButton keys to the probe
Go to SERA2> System Options> General System Options

Press “Stop Programming” button

(@) seraz (GTM1] - o %

Start iButton/RFID/Phone programming mode

3File G Settings 3 Deviees [J]Resd (FS) ] Write [F6] M Update QaHelp

System Cotons Femcee Cortrl Users foble

gy (=<

TpAaBurgar dlam Zones al

Gt (PG © o] Toor s oo Bion o || FrDReyeara | Ferocose | _our_|[ amwosama ][~ |

EusomatonSensors ¥ Mester . el s HONE = I -

s oy 02 User e 2 . aanoonageo | ooocononco wone e

A1 Teseatorbore 003 7 User e 3 aamponassts | oooccoooon HaHE 7

Firware 004 % User iwme 4 oacocesaseco | ooncooanon none A
005 [ Liser Name 5 BOOCO0A000 NONE

Figure 89 SERA2> Users/ Access Control> Users

Go to SERA2> RT Testing & Monitoring> Hardware

Press “Start Monitoring” button

Go to SERA2> RT Testing & Monitoring> Security Alarm Panel/
Access

You will see real time system status

4.8.2 Enter iButton, RFID, Phone numbers to the memory of the module

' If you want to edit existing configuration, You have to read it (press “Read” in the command line)
Edit settings, Write edited configuration (press “Write” in the command line)
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First steps: Configurations methods:

Connect iButtons or RFID reader to the module.
Insert SIM card,;
Screw GSM antenna;

Start automatic learning mode via mini USB cable (Sera2 software).
Start automatic learning mode via SMS command INST0O00000 063 1
Enter Keycard numbers manually via mini USB cable (Sera2 software).

Connect power supply;
Connect the module to the computer.

Start automatic learning mode via mini USB cable (Sera2 software).

Start automatic learning mode remotely via Sera2 software.

Start automatic learning mode via SMS command INST000000 063 1

Go to Sera2> System Options> General system Options.
Select Dallas 1- Wire Bus (for iButton keys)

Press “Write”

Press "Start iButton/ RFID/ Phone programming mode.

Go to Sera2> Users/ Access control window.

Touch RFID keycards, iButton keys to the reader.

RFID keycard, iButton key numbers will appear in the list.

Go to System Options> General system Options and

Press "Stop programming” or wait until it will stop automatically.

Edit setting in the Users/ Access control window.

Press "Write"

Go to RT Testing & Monitoring> Hardware.

Press "Start Monitoring"

Go to RT Testing & Monitoring> Security Alarm Panel/ Access

Enter Keycard numbers manually via mini USB cable (Sera2

software).

Go to Sera2> System Options> General system Options.
Select Dallas 1- Wire Bus (for iButton keys)

Press “Write”

Go to Sera2> Users/ Access control.

Enter RFID keycard, iButton key numbers

Edit other settings

Press "Write"

Go to RT Testing & Monitoring> Hardware

Press "Start Monitoring"

Go to Security Alarm Panel/ Access"

Touch the keycard to the RFID reader and iButton keys to the probe

4.9 How to set clock synchronization?

Send SMS message: INST000000 063 1

You will receive the message: iButton/RFID/Caller ID Learning Mode is
Swithed ON

Touch RFID keycards to the RFID reader.

Sent the message: INST000000 063 0

You will receive the message: iButton/RFID/Caller ID Learning Mode
Stopped

INST = Install. Configuration of the parameters.
000000= Installer's password
_= Space character
063= command code (iButton keys learning/deleting mode)
_= Space character
S=iButton keys entering/deletion mode.
0- Disable iButton keys learning mode,
1- Enable iButton keys learning mode,
2-  iButton keys deleting mode,
Delete these keys from memory, which will be touched to the reader.

' Before activating the RFID learning mode via SMS, the
module must have the appropriate System Options>
General System Options settings

Start automatic learning mode remotely via Sera2 software.

Start Sera2 software

Press "Connect remotely" button

Enter required parameter.

(Default App Key is 123456)

Press "Connect"

Go to Sera2> System Options> General system Options.
Select Dallas 1- Wire Bus (for iButton keys)

Press “Write”

Press "Start iButton/RFID/Caller ID Learning Mode"
Touch RFID keycards, iButton keys to the reader
Press "Stop programming" button

Or wait until the learning mode will stop automatically

If you received SMS messages with wrong date/ time, you need to set clock synchronization correctly

You can select clock synchronization via:
GSM modem

. (If you will not use mobile app and cloud service)
Cloud Server

. (If you will use mobile app)

. SIM card must have data available

. Insert the SIM card in your smart phone and check is the internet available

Or disable clock synchronization

Clock synchronization via GSM modem
. Go to SERA2> System Options> General System Options
. Set Clock synchronization via GSM modem
. Press “Write” in the command line
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(7) SERAZ [GTM1] ‘ -

|F) File g \ Settings 2 Devices ﬂRead [F5] ,H,Wﬁ“l“l B Update @Help
- System

ﬂm:u [EErerarSystem Ovtions | system FautTroubles | System knfo |
kputeBurgler Al Zones System Options —System Timers
Outputs (PGM) Object Name: [oviect Name [| Test Time: 1330 hiemm
M SMS/APP Text Charset [Lstin (160 SMS symiools) | : Test Period: fr [pays =]
Everis Log SM Card PIN: P Eniry Delay s s
- i installer Passwordt = (6 symbols) Exit Delay: o s
SMS User Passwordt = (6 symbols) BelliSiren Ct-off Timer: [0 s
User Access Code Format: - Digts - Time Zone: joMT. + 2) |
Keyswich Zone Mode: pusefage | Daylight saving time: [~
1W (1-Wire Bus) [Dsitas 1wire Bus DS1990AD518620 .. j
LO3 Settings P‘Wte&mkel)dedor(l-‘nwraﬂoop) :] | ciock symervonization

Figure 90SERA2> System Options> General System Options

Clock synchronization via Cloud server
. Go to SERA2> GSM Communication> SERA Cloud Service
. Enable SERA Cloud Service

(%) SERAZ [GTM1)

File 3% Settings ., Devices Read [F5] \Write [F6] ' Update % Help
- System Options Event Reporting/Communication-

LLGSM Commurications | | sus/piaL reporting | Custom SMS Text | GPRSIPTCPIUDP | CMS Reporting | SERA Cloud Service
i Usersficcess control

InputsBurglar Alarm Zones
- Outputs (PGM)

Automation/Sensors Enable v v §ERA CIOUU SBWIOB ‘(5;1-‘5““::?
Event Summary

Events Log P or Domekn Iclnud.topkcdaﬁ.lt

‘RT Testing&Monitoring ' |1 0000

L Firmware Remote Port

APP Key: Im

Figure 91 SERA2> GSM Communication> SERA Cloud Service

. Go to SERA2> System Options> General System Options
. Set Clock synchronization via Cloud Server
. Press “Write” in the command line

(@ SERA2[GTM1) n _
aFlle eiSetY:mgs = Devices ﬂ Read [F5]  §] Wnte [F6] @ Update iy Help

I System Options I Sym

GSM Communications | General System Options | system FautiTroubles | System nfo |
UsersfAccess control - 2
Inputs/Burglar Alarm Zones | | Yoo Options Lo L
Outputs (PGM) Object Name: th]ed Name Test Time: 13:30  hhomm '
Automation/Sensors - "
B Sy SMSIAPP Text Charset [Latin (160 SMS symbols) x| Testperiod ft Days =l
Events Log SIM Card PIN: [‘“‘ Entry Delay |1 5 s :
RT Temem o LLLTEE) .
Firmware Installer Password: I (6 symbols) Exit Delay: |20 s
SMS User Password: |""” (6 symbols) BeliSiren Cut-off Timer: |1 20 s |
User Access Code Format: - Digits - Time Zone: I(GMT: +2) _ﬂ
Keyswitch Zone Mode: e/Edge - Daylight saving time: v
1W (1-Wire Bus) |oa|as1-wreaus DS1990ADS18020 ... Ll
1103 Settings |2-ire Smoke Detector (Fire currert loop) v | | crock syncrvonization Cloud Server

Figure 92 SERA2> System Options> General System Options
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If you want to edit existing configuration,
. You have to read it (press “Read” in the command line)
. Edit settings
. Write edited configuration (press “Write” in the command line)

@) SERAZ [GTM1] v v

= File &%Settings oay Devices ﬂ Read [F5] EWrite [FB] B Update @Help

T lmt Cyatem

Figure 93 SERA2 Command line

5 Programming

In order to configure and control the system by SMS text message, send the text command to the Progate phone number from one of the listed
user phone numbers. More

SERAZ2 software configuration tool is intended for the module Progate configuration locally via USB port or remotely via GPRS network. This
software simplifies system configuration process by allowing to use a personal computer in the process.

5.1 SERA2 Uploading/Downloading Software

g

Fie Semop Oeices JPedls)  EWete UG @ Updne Moo

We recommend programming the module Progate with SERA2 software
To start configuration

1. Open the folder containing installation of the software SERA2. Click the file ,SERA2 plug-in USB cable
setup.exe” X

2. Ifinstallation directory of the software is OK, press [Next]. If you would like to install T > ‘ B P——=
the software in the other directory press [Change], specify other installation directory ‘ or
and then press next>. = < =

3. Check if the correct data are entered and press Install 74

4.  After successful installation of the software SERA2, press [Finish]

Corcac emceiny

Start the software SERA2. Go to ,Start*> ,All programs*> ,SERA2“> ,SERA2 “
or go to installation directory and click ,SERAZ2.exe".
Connection of the module to your PC

Figure 94How to start configuration with Sera2 software

' Power supply: DC 10-33V, AC 12-24V, Max 0.2A. The module should have inserted SIM card (with replenished account and removed PIN
CODE REQUEST). Module must be connected to the PC via mini USB cable

Work with the software SERA2

If you are sure that the module is fully connected to PC and power supply, please go to Devices > Progate

%) SERA2
File Settings Devices ERE“‘[FS] E‘Iwrite[Fﬁ] @ Update About..,

i E R R - R I

Figure 95 Command line
' Each time after configuring the module press Write |§| icon thus the software SERA2 will write configuration changes into the module!
Wait until progress bar line will indicate that the configuration has been written successfully

I < GTalarm vw2_041¢ IMEI:8682° SM:0000008C |TCP connected

Figure 96 Progress bar

After configuration of the module, all settings may be saved at PC. It enables to save time, when next time the same configuration will be used — it
will not be necessary again to set the same parameters. If you want to save that is already recorded by the module, firstly you must read configuration of
the module. Press Read {4 icon. In order to save configuration go to File || then press “Save As” or “Save”. Enter configuration parameter in the
displayed table and press ,OK*

In order to start saved configuration go to File then press Open. It allows to copy the same programmed content into as many modules as required.
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If you want to receive software updates, go to Settings and mark “Check for Updates About X
Automatically”. When new update will be available, the program will inform you, and you
have to start the update. After that you have to connect the module to the computer via

mini USB cable. You have to write this update to the module Progate by pressing “Update” N )
in the bottom line in SERA2 software. TopkOdas

If you want to update the module manually, got to “About” and press “Check for updates” Procuct Name:  SERA2
Wersion: 041907101622 Check For Updates....

If vou need to contact the seller with the questions about the configuration, you have to: Copyright: A
Comments: Configuration program
. Y ) . . o ) Website: hitp v iopkodas. It
' Press “Read” icon first to read the configuration from the module, the press “File>Save us
. and save the configuration.
' Save the Events Log file and send these files with the question to the seller.

These steps will let better understand the problem and will reduce the time to find the solution. Figure 97Press about in the command line
' An unlimited number of modules can be configured remotely on the same computer at the
same time. The configuration reading and writing speed does not decrease because the
processes are running in parallel. Many Sera2 programs could be opened and used at the

same time.

6 Recommendations for the user & installer

L4 What should you do, if you noticed, that there is Sensor trouble in the “Event Log” window?

0009 Event1234:1:110:01:006 Time:2017-02-14 08:51:41  Note: , Fire Alarm, Zone:006 |
0010 Event:1234:1:380:00:001 Time:2017-02-14 08:53:30 Note: , Sensor Trouble, Zone: 001 |

Figure 98Sera2> Events Log window
1. Itis comfortable to use “RT Testing&Monitoring” window. Red field indicates sensor’s troubles.
2. Go to Automation/ Sensors window, disabling this sensor and press “Write”. Maybe there is the problem with sensor’s connection
to the module.
3. If the problem still exist, please read, save and send the configuration to the seller. Describe what and how is connected to zone:
001 and send this information to the seller.

7 Remote control and configuration using SMS Commands

. @

Users allowed: Installers allowed:

Control outputs, Control outputs

Arm/disarm the system or select stay, sleep mode Arm/disarm the system or select stay, sleep mode
Bypass zones Bypass zones

Set the time of the module Set the time of the module

Request zone test and system state Request zone test and system state

Forward messages to other number Forward messages to other number

Enter/ deleting user phone numbers

Set periodical test,

Set GPRS network settings

Remote control via Internet

Activate/ deactivate connection to the remote control server.
Enter/ deleting iButton keys

Change sensor’s values

Request module configuration information

Change user, installer password

Installer code — 6-digit password used for system configuration, control and request for information. By default, installer code is 000000, which is
highly recommended to change.
User code — 6-digit password used for system control and request for information. By default, installer code is 000000, which is highly recommended

to change.
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1 The module could be controlled only by these users, whose phone numbers entered in the memory of the module

- |dentification:

INST - Install used for module’s configuration.
- Installer’s or user’s password.

- space character

- Command code.

- space character

- First configuration array

- space character

- Second configuration array

- |dentification:

USER - User used for module’s control.
- Installer’s or user’s password.

- space character

- Command code.

- space character

- First configuration array

- space character

- Second configuration array

- efc. - efc.
8 Thetable of installers commands
' SMS commands with correct INST password can be send from any phone number. Keep INST password in secret!
L]
' SMS configuration is allowed only with Latin characters. Unicode is not allowed.
L]

Table 7 The table of installers commands

INST000000_001_N#TEL#SMS#DIAL#System|

open close]

Programming of users telephone numbers to send SMS and to make a call if the event
occur:

001= programming user's tel. numbers for DIAL and send SMS

N = user ID number 1-8

TEL = user's telephone number (max 16 digits) without (+) country code, operator's code and user's
telephone number included. The end symbol #;

SMS = event filter for sms. 1- send event, 0- don’'t send event. Sequence of the events 1.2.3...n For
example: 001000

DIAL = event filter for DIAL. 1-DIAL if the event occur, 0-don‘t DIAL Sequence of the events
1.2.3...n For example: 101000

#= delimiter

e.g.: INST000000 001 1#37066666666#0001000000#0000011111#

Event filter eiliskumas:
1-reserved
2-system open close

10-Input/Zone4 Alarm/Restore

[INST000000_002_ID|

Delete user’s phone number according the user ID number. Phone number used for receive
user’s information.

002= command code (deleting user‘'s numbers according the user ID number)

ID = user ID number from 1 to 8

[INST000000 004 ID#TEL#OUT#OPT#NAME#]

To enter user‘s telephone number for remote control via short call

USER NAME-only Latin characters is allowed inside SMS

004= command code (enter user’s telephone number for remote control via short call)

ID = user ID number 001-800

TEL = user's telephone number (max 16 digits) without (+) comprised of country code, operator's
code and user's telephone number. the end symbol #;

OUT= output number, that will be controlled, 1-10.

OPT = DIAL function: 0 — disabled 1 — enabled, Sequence from the left to the right

OPT:

1-ARM/DIARM

2-Reserved (GTlarm2 =MIC)

[INST000000 005 TEL#

To delete user‘s phone number for remote control, according phone number

005= command code (delete user's phone number for remote control, according phone number)
TEL = user‘s phone number (max 16 digits) without (+) comprised of country code, operator’s code
and user's telephone number. User's phone number must be the same as in the memory of the
module.

INST000000_006_N

Delete user‘s phone number whose ID number is N.
006= command code (Delete user's phone number according user‘s ID number )
N = user‘s ID number from 001 to 800.

[INST000000_007_P#PER#HH:mm#

Automatic periodical test settings

007= command code (Automatic periodical test)

P= 0-test disabled, 1- test period by 24 hours, 2- period by minutes
PER= automatic test sending period from 1to 99999 days or minutes
HH-hours 0-23,
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mm- minutes 0-59

e.g. INST000000 007 2#1#14:50# The test will be send every 1 minute

[NST000000_008_APN#LOGINZPSWH

GPRS network settings

008= command code (GPRS network settings)
APN=31 symbols

LOGIN=31 symbols

PSW=31 symbols

[INST000000 009 ADDR#PORT#|

[INST000000 009 ADDR#PORT#PING#]

SERA cloud Service Parameters

009= command code (Remote control of the module over the Internet)

ADDR = the format of IP address xxx.xxx.xxx.xxx (the numbers from 0 to 255 should be separated
by dot or domain text length of up to 47 characters)

PORT= TCP port number from 1 to 65535

Default parameters is in the picture bellow. We recommend do not change these parameters.

SERAZ

File Settings Devices [g]Read [FS] 3] Write [F6] & Update About.
slum Otice Evert Reportng/Commurication

SMEOLAL reporting | Custom SME Text | GPREMPITCRAIDP | CMS Reporting || SERA Cloud Service

Outputs (PGM)

Automation/Sensors Enabie W ™ SERA Cloud Service (Defoul)
Evert Summary =
Everts Log PP or Domair doud ophodes.k
RTT Foooo
estingSMontoring Remate Bort 10000
Firnrevare
APPHey ™

INST000000_010_E

To activate the connection to the remote control server
010= command code (To activate the connection to the remote control server)
E= 1-enabled, 0-disabled

[INST000000_019 N#P|

To change the operation algorithm of the output

019= command code (To change the operation algorithm of the output)

N = output number from 1 to 10

P = output operation algorithm. 0 — output disabled, 1 — Bell, 2- buzzer, 3- flash led, 4- system state
LED, 5-LED ,system ready“, 6- Automation & access control, 7- AC OK, 8 — Battery OK, 9-
ARM/DISARM 10-alarm indication, 11- Lost Primary chanel 12- Lost secondary chanel 13- Fire
sensorl4-RH Sensor trouble , 15- Access Gained

INST000000,020_N

Invert output state
020= command code (outputs inversion)
N = output number from 1 to 10.

[INST000000_021_N#ST]|

Output activation or deactivation

021= command code (Output activation or deactivation)
N = output number 1-10

ST = output mode 0 — OFF, 1- ON

[INST000000_022 N#TIME#

Output activation for the time interval

022= command code (Output activation for the time interval)

N = output number 1-10

TIME = 0-999999 Time interval in seconds for the output activation.

[INST000000_030_ST]|

Change security system‘s mode (ARM/DISARM/STAY/SLEEP)
030= command code (Change security system's mode)
ST = 0-DISARM, 1-ARM, 2-STAY, 3-SLEEP

[INST000000_031,_ZN#BYP|

Zone bypassing by sms command
031= command code (Zone bypassing)
ZN = zone number from 1 to 32
BYP=1 — zone bypass 0- zone active.

INST000000,063_S

iButton keys learning/deleting mode

063= command code (iButton keys learning/deleting mode)

S=iButton keys entering/deletion mode.

0-Disable iButton/RFID keys learning mode

1-Enable iButton/RFID keys learning mode

2- iButton/RFID keys deleting mode. To delete these keys from memory, which will be touched to
the reader

[INST000000_070_N#VALUE #

Programming of max sensors value upon reaching, the SMS message with ,,High Alarm*
text will be sent

070= command code (max sensors value upon reaching which, the SMS message with ,High
Alarm* text will be sent)

N = sensor number

VALUE= Format 0000.00 High Alarm Value

[INST000000_071_N#VALUE #

Programming of minimal sensors value upon reaching the SMS message with ,,Low Alarm*
text will be sent

071= command code (min sensors value upon reaching which, the SMS message with ,Low Alarm*“
text will be sent)

N = sensor number

VALUE = Format 0000.00 Low Alarm Value

[INST000000_072_N#VALUE#

Programming of sensor max value upon reaching the selected output will be activated. For
example cooling equipment
072= command code (sensor max value upon reaching the selected output will be activated.)
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VALUE= Format 0000.00 sensor max value upon reaching, the selected output will be activated.

[INST000000_073_N#VALUE#

Programming of sensor min value upon reaching the selected output will be activated. For
example heating equipment

073= command code (sensor min value upon reaching the selected output will be activated.)

N = sensor number

VALUE= Format 0000.00 Sensor min value upon reaching which, the output will be activated.

[[NST000000 090 NEW_INST_PSW]|

Change installer‘s password (Installers password should be changed before exploitation of the
module)

090= command code (Change of installer‘'s password)

NEW_INST_PSW = New Installer's password.

[INST000000 091 NEW_USER_PSW]

Change user‘s password (User's password should be changed before exploitation of the module)
091= command code (Change user's password)
NEW_USER_PSW = New user's password.

INST000000,_092

Remote reset of the module via SMS messages
092= command code (Remote reset of the module via SMS messages )

[NST000000 093 yyyy/MM/dd#HH:mm#

Time of the module setting via SMS message

093= command code (Time of the module setting via SMS message)
Time format of the module:

yyyy/MM/dd#HH :mm#

yyyy -year

MM-month 1-12

dd - day of the month 1-31

HH-hours 0-23

mm- minutes 0-59

[INST000000_094_TEL#SMS|

SMS from the module forwarding to the other phone number

SMS from the module forwarding to the other phone number

094= command code (SMS from the module resending to the other phone number)

TEL = phone number to which will be forwarded sms textSMS = sms text that will be send to
the referred number.

TEL=861611111111 local number arba international format e.g. +370616111111

INST0O00000 094 +370616111111#Hello

SMS text =Latin Charset

SMS from the module forwarding to the other phone number094= command code (SMS from the
module fowarding to the other referred phone number)TEL = phone number to which will be
forwarded sms textSMS = sms text that will be send to the referred number

TEL=861611111111 local number arba international format e.g. +370616111111
INST000000_094,_+370616111111#Hello

international must be with '+' local without'+'

SMS text =Latin Charset

After this commands could not be other commands like: 094 SMS 030 1
because all messages will be forwarded to other numer "SMS 030 1"

[INST 000000_095_E]|

Zone Walk Test request

095= command code (Zone Test request)

E = 1- test request activated, 0- test request deactivated
When zone is activated, the bell generates the sound,
ARM/DISARM system automatically turn off this function

[INST000000 096]

Fire sensors reset.

INST000000_100_N

System state request:

100= command code (System state request)

N = System state request type

1- System test request, Request information about the module (: IMEI, FW, LEVEL etc.)

2- the values of active sensors request

3 -Request about active zone states

4 -Request about output states

5 - System state request. The module will send information on input/output states and system state
(ARM/DISARM/STAY).

9 The table of users commands

The phone number must be in the Sera2> Users/ Access control list if USER123456 commands will be used
If the phone number is not in the list, the sms commands from this phone number will be blocked.

' SMS configuration is allowed only with Latin characters. Unicode is not allowed.
L]
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a) SERAZ

File Settings Devices [&] Read [F5] (] Witz [F6] # Update About.,

- System Options Remote Control Users table

L. 3SM Communications Temporary access Date/Time wincow |
:ms [E User Name Tyoe | User Tel | iutton Cade RFID Keycard | Weyb Code | oUT [ ARMDISARM | MIC |Date En| Sterl Date Espiration Date |
- Oulputs (PGM) [t ¥ master User [+37000000000 | oooooooooono | onooooooon s NONE [ T T amemsie2e% 2019-02:25 16:24.25

- ButomationiSensars ER User - 000000000000 | 0000000000 Ut r C T men22sie4% ANG-0225 162425

Table 8 The table of user's commands

Change state of selected OUT output to the inverted state.
Output state changes every time after sending command code.

USER123456,020 N 020= command code (Change state of selected OUT output to the inverted state.)
N = output number from 1 to 10.
Activate or deactivate selected output N.

|USER123456 021 N#ST| 021= command code (Activate or deactivate selected output N)

N = output number from 1 to 10.
ST= output mode: 0 — deactivated output, 1- activated output

[USER123456_022_N#TIME#]

Output activation for the time interval

022= command code (Output activation for the time interval)

N = output number 1-10

TIME = 0-999999 Time interval in seconds for the output activation.

[USER123456_030_ST]|

Change security system’s mode (ARM/DISARM/STAY/SLEEP)
030= command code (Change security system’s mode (ARM/DISARM/STAY/SLEEP)
ST = Security system mode 0-DISARM, 1-ARM, 2-STAY, 3-SLEEP

Enter user phone number in the Sera2> Users/ Access control list

[USER123456_031_ZN#BYP)|

Zone bypassing by sms command
031= command code (Zone bypassing)
ZN = zone number from 1 to 32

BYP= 1 — zone bypass 0- zone active.

[USER123456_094 TEL#SMS|

SMS from the module forwarding to the other phone number

094= command code (SMS from the module resending to the other phone number)
TEL = phone number to which will be forwarded sms text

SMS = sms text that will be send to the referred phone number

[USER123456_100 N|

System state request:

100= command code (System state request)

N = System state request type

1- System test request, Request information about the module (: IMEI, FW, LEVEL etc.)

2- the values of active sensors request

3 -Request about active zone states

4 -Request about output states

5 - System state request. The module will send information on input/output states and system state
(ARM/DISARM/STAY).

Only for the firmware versions > 190926
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10 APP configuration

< C 88 [Q e topkodas.lt I

BB eockingcorn @ Amazon.com ﬂ ebay ] Facebook @ Getting Started

SysName *

Smart Home 800

Device UID/IMEI/MAC™

Control

Outputs

App Key*

Oject Address

)

5 SERAZ
File Settings Devices [i|Read[F5]  [§] Write [F6] @ Update About.
System Options: Event Reporting/Communication

| | GSM Communications SMSIDIAL reporting | Custom SMS Texd | GPRSAPTCPAIDP | CMS Reporting | SERA Cloud Service

eeel - Users/Access control
Burglar Alarm Zones

Outputs (PGM)

Automation/Sensors Enablz g

Event Summary

Everts Log 1P or Darmain "' loud topkodas &
RT Testinu&Monitoring . 10000
Firmware Remote Port:

APP Hey: nannns

Figure 99 https://cloud.topkodas.lt/index.php> Settings and GSM Communications> Sera Cloud Service windows

App key in module and APP must be the same. IMEI (device UID) you can find on the modem of the module or in SERA program System Options>
System info.

&) SERAZ
File Settings Devices [&]Read [F5] ] 'Write [F6]  # Update About..

-1 System Options System
M Communications General System Options | System FaultiTroubles ] Digital IO Settings

-~ Usersifccess control
- Burglar Alarm Zones

i Harchware: GTalarm v2

s Qutputs (PGM)

o Automation/Sensors Bootloader: GTalarm2_boot_1v0

-~ Event Summary Fitmware: 041907281944

- Everts Log

- RT Testing&Monitaring Serial Mo 0000008
Firmware I ME- 3 I

GEM Moclem: 2G GSM/GPRS/EDGE Quad band (350/900/1 5001 900MHz)

Figure 100System Options> System Info window

11 Warranty Terms and Conditions

SAFETY INSTRUCTIONS FOR SERVICE PERSONS

Use the following list as a guide to find a suitable place for Progate module:

* Locate the module near a power outlet.

* Select a place that is free from vibration and shock.

* Place the module on a flat, stable surface and follow the installation instructions:

Do NOT locate the module where persons can walk on the secondary circuit cable(s).

Do NOT connect the module to electrical outlets on the same circuit as large appliances.

Do NOT select a place that exposes the module to direct sunlight, excessive heat, moisture, vapors, chemicals or dust.

Do NOT install the module near water (e.g., bathtub, wash bowl, kitchen/laundry sink, wet basement, or near a swimming pool).

Do NOT install the module and its accessories in areas where there is a risk of explosion.

Do NOT connect the module to electrical outlets controlled by wall switches or automatic timers.

AVOID sources of radio interference.

AVOID setting up the equipment near heaters, air conditioners, ventilators, and/or refrigerators.

AVOID locating module close to or on top of large metal objects (e.g., metal wall studs).

Safety Precautions Required During Installation

* NEVER install the module during a lightning storm.

* Ensure that cables are positioned so that accidents cannot occur. Connected cables must not be subject to excessive mechanical strain.
» The power supply must be Class Il, FAIL SAFE with double or reinforced insulation between the PRIMARY and SECONDARY circuit/ENCLOSURE and
be an approved type acceptable to the local authorities. All national wiring rules shall be observed.

Limited Warranty
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UAB “Topkodas” warrants the original purchaser that for a period of twelve months from the date of purchase, the product shall be free of defects in
materials and workmanship under normal use. During the warranty period, UAB “Topkodas” shall, at its option, repair or replace any defective product
upon return of the product to its factory, at no charge for labor and materials. Any replacement and/or repaired parts are warranted for the remainder of
the original warranty or ninety (90) days, whichever is longer. The original purchaser must promptly notify UAB “Topkodas” in writing that there is defect in
material or workmanship, such written notice to be received in all events prior to expiration of the warranty period. There is absolutely no warranty on
software and all software products are sold as a user license under the terms of the software license agreement included with the product. The Customer
assumes all responsibility for the proper selection, installation, operation and maintenance of any products purchased from UAB “Topkodas”. In such
cases, UAB “Topkodas” can replace or credit at its option.

International Warranty

UAB “Topkodas” shall not be responsible for any customs fees, taxes, or VAT that may be due.

Warranty Procedure

To obtain service under this warranty, please return the item(s) in question to the point of purchase. All authorized distributors and dealers have a warranty
program. Anyone returning goods to UAB “Topkodas” must first obtain an authorization number. UAB “Topkodas” will not accept any shipment whatsoever
for which prior authorization has not been obtained.

Conditions to Void Warranty

This warranty applies only to defects in parts and workmanship relating to normal use. It does not cover:

» Damage incurred in shipping or handling;

» Damage caused by disaster such as fire, flood, wind, earthquake or lightning;

» Damage due to causes beyond the control of UAB “Topkodas” such as excessive voltage, mechanical shock or water damage;

» Damage caused by unauthorized attachment, alterations, modifications or foreign objects;

» Damage caused by peripherals (unless such peripherals were supplied by UAB “Topkodas”.);

» Defects caused by failure to provide a suitable installation environment for the products;

» Damage caused by use of the products for purposes other than those for which it was designed;

» Damage from improper maintenance;

» Damage arising out of any other abuse, mishandling or improper application of the products.

Items Not Covered by Warranty

(i) Freight cost to the repair center;

(i)  Products which are not identified with UAB “Topkodas” product label and lot number or serial number;

Poducts disassembled or repaired in such a manner as to adversely affect performance or prevent adequate inspection or testing to verify any
warranty claim.
Under no circumstances shall UAB “Topkodas” be liable for any special, incidental, or consequential damages based upon breach of warranty, breach
of contract, negligence, strict liability, or any other legal theory. Such damages include, but are not limited to, loss of profits, loss of the product or any
associated equipment, cost of capital, cost of substitute or replacement equipment, facilities or services, down time, purchaser’s time, the claims of third
parties, including customers, and injury to property. The laws of some jurisdictions limit or do not allow the disclaimer of consequential damages. If the
laws of such a jurisdiction apply to any claim by or against UAB “Topkodas”, the limitations and disclaimers contained here shall be to the greatest extent
permitted by law. Some states do not allow the exclusion or limitation of incidental or consequential damages, so that the above may not apply to you.
Disclaimer of Warranties

UAB “Topkodas” neither assumes responsibility for, nor authorizes any other person purporting to act on its behalf to modify or to change this warranty,
nor to assume for it any other warranty or liability concerning this product.

WARNING:

UAB “Topkodas” recommends that the entire system be completely tested on a regular basis. However, despite frequent testing, and due to, but not limited
to, criminal tampering or electrical disruption, it is possible for this product to fail to perform as expected.

Out of Warranty Repairs

UAB “Topkodas” will at its option repair or replace out-of-warranty products which are returned to its factory according to the following conditions. Anyone
returning goods to UAB “Topkodas” must first obtain an authorization number. UAB “Topkodas” will not accept any shipment whatsoever for which prior
authorization has not been obtained. Products which UAB “Topkodas” determines to be repairable will be repaired and returned. A set fee which UAB
“Topkodas” has predetermined and which may be revised from time to time, will be charged for each unit repaired. Products which UAB “Topkodas”
determines not to be repairable will be replaced by the nearest equivalent product available at that time. The current market price of the replacement
product will be charged for each replacement unit.

WARNING - READ CAREFULLY

Note to Installers

This warning contains vital information. As the only individual in contact with system users, it is your responsibility to bring each item in this warning to the
attention of the users of this system.

System Failures

This system has been carefully designed to be as effective as possible. There are circumstances, however, involving fire, burglary, or other types of
emergencies where it may not provide protection. Any alarm system of any type may be compromised deliberately or may fail to operate as expected for
a variety of reasons. Some but not all of these reasons may be:

* Inadequate Installation

The module must be installed properly in order to provide adequate protection.

* Criminal Knowledge

This system contains security features which were known to be effective at the time of manufacture. It is possible for persons

With criminal intent to develop technigues which reduce the effectiveness of these features. It is important that a system be reviewed periodically to ensure
that its features remain effective and that it be updated or replaced if it is found that it does not provide the protection expected.

* Access by Intruders

Intruders may enter through an unprotected access point, circumvent a sensing device, evade detection by moving through an area of insufficient coverage,
disconnect a warning device, or interfere with or prevent the proper operation of the system.

» Power Failure

Control units, intrusion detectors, smoke detectors and many other security devices require an adequate power supply for proper operation. If a device
operates from batteries, it is possible for the batteries to fail. Even if the batteries have not failed, they must be charged, in good condition and installed
correctly. If a device operates only by AC power, any interruption, however brief, will render that device inoperative while it does not have power. Power
interruptions of any length are often accompanied by voltage fluctuations which may damage electronic equipment. After a power interruption has occurred,
immediately conduct a complete system test to ensure that the system operates as intended.

* Failure of Replaceable Batteries

Ambient conditions such as high humidity, high or low temperatures, or large temperature fluctuations may reduce the expected battery life. While each
transmitting device has a low battery monitor which identifies when the batteries need to be replaced, this monitor may fail to operate as expected. Regular
testing and maintenance will keep the system in good operating condition.

» Compromise of GSM network

Signals may not reach the receiver under all circumstances which could include metal objects placed on or near the radio path or deliberate jamming or
other inadvertent signal interference.

» System Users
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A user may not be able to operate a panic or emergency switch possibly due to permanent or temporary physical disability, inability to reach the device in
time, or unfamiliarity with the correct operation. It is important that all system users be trained in the correct operation of the module and that they know
how to respond when the system indicates an alarm

» Smoke Detectors

Smoke detectors may not properly alert occupants of a fire for a number of reasons, some of which follow. The smoke detectors may have been improperly
installed or positioned. Smoke may not be able to reach the smoke detectors, such as when the fire is in a chimney, walls or roofs, or on the other side of
closed doors. Smoke detectors may not detect smoke from fires on another level of the residence or building.

Every fire is different in the amount of smoke produced and the rate of burning. Smoke detectors cannot sense all types of fire is equally well. Smoke
detectors may not provide timely warning of fires caused by carelessness or safety hazards such as smoking in bed, violent explosions, escaping gas, and
improper storage of flammable materials, overloaded electrical circuits, and children playing with matches or arson.

Even if the smoke detector operates as intended, there may be circumstances when there is insufficient warning to allow all occupants to escape in time
to avoid injury or death.

* Motion Detectors

Motion detectors can only detect motion within the designated areas as shown in their respective installation instructions. They cannot discriminate between
intruders and intended occupants. Motion detectors do not provide volumetric area protection. They have multiple beams of detection and motion can only
be detected in unobstructed areas covered by these beams. They cannot detect motion which occurs behind walls, ceilings, floor, closed doors, glass
partitions, glass doors or windows. Any type of tampering whether intentional or unintentional such as masking, painting, or spraying of any material on
the lenses, mirrors, windows or any other part of the detection system will impair its proper operation.

Passive infrared motion detectors operate by sensing changes in temperature. However their effectiveness can be reduced when the ambient temperature
rises near or above body temperature or if there are intentional or unintentional sources of heat in or near the detection area. Some of these heat sources
could be heaters, radiators, stoves, barbeques, fireplaces, sunlight, steam vents, lighting and so on.

* Warning Devices

Warning devices such as sirens, bells, horns, or strobes may not warn people or waken someone sleeping if there is an intervening wall or door. If warning
devices are located on a different level of the residence or premise, then it is less likely that the occupants will be alerted or awakened. Audible warning
devices may be interfered with by other noise sources such as stereos, radios, televisions, air conditioners or other appliances, or passing traffic. Audible
warning devices, however loud, may not be heard by a hearing-impaired person.

* GSM network

If GSM network are used to transmit alarms, it may be out of service for certain periods of time.

* Insufficient Time

There may be circumstances when the system will operate as intended, yet the occupants will not be protected from the emergency due to their inability
to respond to the warnings in a timely manner. If the system is monitored, the response may not occur in time to protect the occupants or their belongings.
» Component Failure

Although every effort has been made to make this system as reliable as possible, the system may fail to function as intended due to the failure of a
component.

* Inadequate Testing

Most problems that would prevent the module from operating as intended can be found by regular testing and maintenance. The complete system should
be tested weekly and immediately after a break-in, an attempted break-in, a fire, a storm, an accident, or any kind of construction activity inside or outside
the premises.

*Security and Insurance

Regardless of its capabilities, the module Progate is not a substitute for property or life insurance. The module Progate also is not a substitute for property
owners, renters, or other occupants to act prudently to prevent or minimize the harmful effects of an emergency situation.
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